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Preface

SCO Authentication allows UNIX® and Linux® users to log in and authenticate to Active Directory® in the same way that Windows® XP and Window 2000/2003 users log in and authenticate to Active Directory.

SCO Authentication addresses the need created by having multiple operating systems and servers including Windows clients, Windows NT, UNIX, and Linux servers, and web-based services that all require users and applications to log on. SCO Authentication integrates the authentication of users on MS Windows, UNIX, and Linux using Active Directory.

Audience Description

This guide is intended for Windows, UNIX, and Linux system administrators and system integrators who need to perform one or both of the following tasks:

• Migrate user and application authentication data from an existing UNIX Kerberos realm into Active Directory.

• Have UNIX and Linux machines that need to authenticate against Active Directory.
Conventions Used in this Guide

The following notation conventions are used throughout this guide:

- Modules, directories and filenames are bolded. For example, /etc/pam.conf.
- Daemon names are bolded. For example, vascd.
- Commands appear in a monofont. For example,

  # vastool configure pam

  Within text, commands are bolded for readability. For example,

  Using the vastool command line utility you can create users, delete users, and list user information.

- Variables for which you must supply a value are shown in italic monofont. For example,

  ./vastool -u matt join example.com

  Where:

  - matt is a user with admin privileges in the sample network. For information on the sample network, see “Using a Sample Network” on page 10.
  - example.com is the name of the Active Directory domain in the sample network.

- Menu items and buttons appear in bold. For example, click Next.
- Selecting a menu item is indicated as follows:

  Programs > Administrative Tools > Active Directory Users and Computers
1 Introduction

Introducing SCO Authentication

SCO Authentication allows UNIX and Linux users to log in and authenticate to Active Directory in the same way that Windows XP and Window 2000/2003 users log in and authenticate to Active Directory.

SCO Authentication provides the functionality that system administrators need to manage all user accounts in environments that use a mixture of UNIX, Linux, and Windows with Active Directory. UNIX, Linux, and Windows users have a single identity stored in Active Directory that can be administered from a single management point in the Microsoft Management Console.

The following illustrates how a user named JD with a password of Hockey logs in to Active Directory from a UNIX or Linux system. Notice that the same username and password can be used for Windows, UNIX, and Linux logins.
SCO Authentication provides the following features and benefits:

- Fully integrated with standardized protocols supported by Windows 2000/2003, UNIX, and Linux.
- By implementing Kerberos the need for SSL configuration and key and certificate distribution is eliminated.

SCO Authentication uses a Kerberos implementation that is compatible with Active Directory to secure all LDAP communication. Both LDAP binds and subsequent LDAP search and modify requests are fully encrypted using Kerberos based security contexts. There is no plain text or “anonymous” LDAP traffic of any kind.

- Makes efficient use of network traffic and reduces or minimizes search complexity on Windows 2000/2003 Active Directory servers.

SCO Authentication is a scalable product that uses intelligent caching algorithms that are designed to limit the amount of network traffic and search complexity on
Windows 2000/2003 Active Directory servers. The design also makes efficient use of the UNIX host resources that make it suitable for deployment on “big iron” UNIX systems that handle hundreds of concurrent login processes.

- Provides secure user authentication even when you can’t get to the network or the Active Directory server is down even on UNIX and Linux laptops.

SCO Authentication is a robust product that is designed to work well in disconnected or loosely connected environments. For example, SCO Authentication components are suitable for use on UNIX and Linux laptops and continue to allow user authentication and UID and GID mappings even when completely disconnected from the network.

- SCO Authentication is easy to install and deploy.

Product components can be installed and configured quickly and even automatically using the native UNIX and Linux packaging systems and intuitive command line utilities. Migration from legacy systems such as the Network Information System (NIS) or /etc/passwd based authentication is facilitated by a scriptable bulk user import utility within vastool as well as Active Directory based “NIS Map” compatibility functionality for sites that use the NIS ypcat utility as a distribution mechanism for more than UNIX and Linux user and Group databases.

- Integrates into existing services and Open Source projects.

SCO Authentication is a flexible product that can be customized to fit specialized user authentication requirements. Its PAM and NSS design allows it to be quickly integrated with many existing services and Open Source projects. SCO Authentication includes script-friendly command line utilities that expose its full functionality to UNIX and Linux shell programming and login scripts.
Using a Sample Network

Throughout most of this document as well as in the *SCO Authentication Installation and Configuration Guide* we have used an example scenario to assist you in your system setup. The following illustration depicts the sample network:

**Figure 2. SCO Authentication Sample Network**

![Diagram of sample network with IP addresses](image)
Computers in example.com include:

### Table 1. Sample System Names and Descriptions (Part 1 of 2)

<table>
<thead>
<tr>
<th></th>
<th>adserv. example.com</th>
<th>linserv1. example.com</th>
<th>linserv2. example.com</th>
</tr>
</thead>
<tbody>
<tr>
<td>IP address</td>
<td>192.168.100.10</td>
<td>192.168.100.20</td>
<td>192.168.100.30</td>
</tr>
<tr>
<td>Operating System</td>
<td>Windows 2000/2003 Advanced Server</td>
<td>Red Hat Linux 8.0</td>
<td>SuSE 8.1</td>
</tr>
<tr>
<td>Servers/Services</td>
<td>Active Directory, DNS</td>
<td>SSH</td>
<td>Apache, Samba</td>
</tr>
<tr>
<td>Realm</td>
<td>example.com</td>
<td>No Kerberos is configured or running.</td>
<td>No Kerberos is configured or running.</td>
</tr>
<tr>
<td>Description</td>
<td>Serves as the central repository for authentication data.</td>
<td>Remote secure login (SSH) server.</td>
<td>Company intranet web server, Samba server</td>
</tr>
<tr>
<td>Local User Accounts</td>
<td>matt, wynn, erik</td>
<td>wynn</td>
<td>matt</td>
</tr>
</tbody>
</table>

### Table 2. Sample System Names and Descriptions (Part 2 of 2)

<table>
<thead>
<tr>
<th></th>
<th>linclient1. example.com</th>
<th>linclient2. example.com</th>
<th>solclient. example.com</th>
</tr>
</thead>
<tbody>
<tr>
<td>IP address</td>
<td>192.168.100.40</td>
<td>192.168.100.50</td>
<td>192.168.100.60</td>
</tr>
<tr>
<td>Operating System</td>
<td>UnitedLinux 1.0</td>
<td>UnitedLinux 1.0</td>
<td>Solaris 8</td>
</tr>
<tr>
<td>Servers/Services</td>
<td>None</td>
<td>None</td>
<td>None</td>
</tr>
<tr>
<td>Realm</td>
<td>No Kerberos is configured or running.</td>
<td>No Kerberos is configured or running.</td>
<td>No Kerberos is configured or running.</td>
</tr>
<tr>
<td>Description</td>
<td>linclient1.example.com</td>
<td>linclient2.example.com</td>
<td>solclient.example.com</td>
</tr>
<tr>
<td>---------------</td>
<td>------------------------</td>
<td>------------------------</td>
<td>-----------------------</td>
</tr>
<tr>
<td>Local User Accounts</td>
<td>matt</td>
<td>wynn</td>
<td>erik</td>
</tr>
</tbody>
</table>
2 Introduction to SCO Authentication Components

This section provides a brief description of the main software components that are installed with the SCO Authentication product. They are as follows:

- “Users and Computers Snapin Extension” on page 15
- “Schema Extension Utility” on page 14
- “The vascd Daemon” on page 15
- “The pam_vas Module” on page 16
- “The nss_vas Module” on page 17
- “The vastool Command Line Utility” on page 17

A graphic depiction of SCO Authentication components and where they reside follows:
The Schema Extension Utility is a simple application that allows the administrator to apply the RFC 2307 schema extensions for LDAP management of UNIX account information. Install the Schema Extension Utility by selecting the **Schema Master** installation profile on the Windows 2000/2003 SCO Authentication installer. Once the Schema Extension Utility is installed run it using the instructions provided in the *SCO Authentication Installation and Configuration Guide*. 
Users and Computers Snapin Extension

The Users and Computers Snapin extension within the Microsoft Management Console adds the UNIX Account tabs to the Users and Groups properties dialog. The extension is installed by the SCO Authentication installer on the Master PDC as part of both the Admin Workstation and Schema Master installation profiles.

The vased Daemon

vased is a daemon that provides a local proxy for Active Directory and locally caches user and group account information from the Active Directory server. vased must be started on UNIX and Linux workstations in order for SCO Authentication to operate correctly. When started, vased authenticates to Active Directory using credentials that were established at the time that the computer object was created in the Active Directory domain. (For more information on computer objects see, “Computer Objects” on page 23 and the SCO Authentication Installation and Configuration Guide for more information). vased then uses this secure connection to Active Directory to proxy and cache user and group account information for other processes.

The use of vased provides several important features:

Security - Because of the way that PAM and NSS subsystems operate, most LDAP-based UNIX account management solutions require that anonymous or public access to UNIX account properties be allowed. Since vased authenticates as an Active Directory domain computer, vased can access UNIX account information that is protected by Active Directory access control restrictions.

Scalability - Also, because of the way that PAM and NSS subsystems operate, most LDAP and NIS-based UNIX account management solutions generate excessive numbers of LDAP connections and LDAP search requests. This results in dramatically increased network traffic and load on the LDAP server. vased establishes a single connection that is used to proxy all information requests for all processes. At the same time, vased is able to perform intelligent caching of frequently used information so that LDAP traffic is reduced to the absolute minimum.
Disconnected Operation - vased maintains a persistent cache of frequently used information. This makes it possible for the entire SCO Authentication system to continue to operate in environments where the network connection to the Active Directory server is unreliable or completely unavailable. This is particularly useful for dialup and laptop users.

For additional information on vased, see the vased man page.

The pam_vas Module

The pluggable authentication module (PAM) library is used by applications that need to authenticate usernames and passwords. System administrators can configure how users are authenticated to the UNIX or Linux host by configuring each step of the authentication process and by choosing which PAM module to use for each of the steps. The pam_vas module allows login applications to authenticate usernames and passwords against Active Directory using the Kerberos protocol.

Using pam_vas provides the following features:

Disconnected Authentication - pam_vas continues to allow Active Directory logins when UNIX and Linux workstations are disconnected from the network or when the Active Directory server is not available.

Automatic Home Directory Creation - Administrators can configure the pam_vas module to automatically create users’ home directories if they do not exist at login time. The home directory is set up with the proper ownerships and permissions and is populated with the information stored in /etc/skel.

UID Conflict Checking - When storing UNIX account information in an Active Directory repository, it is easy to create UID conflicts with local system accounts stored in /etc/passwd. Duplication of UIDs between Active Directory and /etc/passwd can create a security hole where a local system user with the same UID as an Active Directory user could access that Active Directory user’s files, and vice versa. pam_vas prevents this by not allowing Active Directory users to log in if they have a UID conflict and their UID is greater than 1000.
**Machine Based Access Control - pam_vas** allows you to selectively control which Active Directory users can interactively log on to a certain machine. You can configure a `users.allow` and a `users.deny` file to deny or allow local access to certain SCO Authentication users or groups.

**Password Administration - pam_vas** allows users to change passwords that are stored in Active Directory. This allows users to use one password on all the systems where the SCO Authentication client is running.

For information on configuring the PAM module, see the “PAM Configuration” on page 39 as well as the `pam_vas` man page.

---

**The nss_vas Module**

`nss_vas` is the SCO Authentication Name Service Switch (NSS) module for UNIX and Linux NSS subsystems. The NSS subsystem is used by applications to obtain UNIX account information such as UID, GID, home directory, and default login shell. The addition of the `nss_vas` module allows UNIX account information to be pulled from Active Directory using the LDAP and Kerberos protocols.

Unlike other LDAP-based NSS modules, the `nss_vas` module does not communicate directly with Active Directory. Instead, `nss_vas` contacts the `vascd` daemon running on the same system. `vascd` is then responsible for either satisfying the NSS information request using its persistent cache or for establishing a **secure** LDAP connection with Active Directory. Using `vascd` as a proxy for NSS information allows `nss_vas` to operate much more securely and efficiently than other LDAP-based NSS modules.

---

**The vastool Command Line Utility**

`vastool` is a command line utility that provides commands to configure the SCO Authentication components, access information in Active Directory, and store information in Active Directory. It is designed for ease-of-use in scripts and cron jobs. It also
provides migration tools for NIS and local user account databases.

For more information on vastool and each individual command, see the vastool man page. Certain vastool commands are referenced throughout this guide.

The following table lists vastool commands and functionality.

**Table 3. vastool Commands**

<table>
<thead>
<tr>
<th>Command</th>
<th>Function</th>
</tr>
</thead>
<tbody>
<tr>
<td>attrs</td>
<td>Lists an Active Directory object’s attributes.</td>
</tr>
<tr>
<td>configure</td>
<td>Updates configuration files to use the SCO Authentication commands.</td>
</tr>
<tr>
<td>create</td>
<td>Creates users, groups, and computer objects in Active Directory.</td>
</tr>
<tr>
<td>delete</td>
<td>Deletes users, groups, computer objects, and NIS Map objects in Active Directory.</td>
</tr>
<tr>
<td>flush</td>
<td>flushes cached client daemon information.</td>
</tr>
<tr>
<td>group</td>
<td>Modifies group membership.</td>
</tr>
<tr>
<td>join</td>
<td>Joins the computer to the domain.</td>
</tr>
<tr>
<td>kinit</td>
<td>Performs kinit functions and obtains Kerberos tickets.</td>
</tr>
<tr>
<td>klist</td>
<td>Performs klist functions and shows the Kerberos ticket cache.</td>
</tr>
<tr>
<td>kdestroy</td>
<td>Performs kdestroy functions and destroys Kerberos tickets.</td>
</tr>
<tr>
<td>license</td>
<td>Installs your user license.</td>
</tr>
<tr>
<td>list</td>
<td>Lists users and groups in Active Directory.</td>
</tr>
<tr>
<td>load</td>
<td>Loads and creates users and groups in Active Directory.</td>
</tr>
<tr>
<td>nis-import</td>
<td>Loads NIS Maps into the directory.</td>
</tr>
</tbody>
</table>
The vastool Command Line Utility

<table>
<thead>
<tr>
<th>Command</th>
<th>Function</th>
</tr>
</thead>
<tbody>
<tr>
<td>passwd</td>
<td>Changes a user’s or your own password.</td>
</tr>
<tr>
<td>realms</td>
<td>Detects the realms on your network and the servers providing LDAP and Kerberos services for those realms.</td>
</tr>
<tr>
<td>timesync</td>
<td>Synchronizes the system clock with an SNTP server.</td>
</tr>
<tr>
<td>unconfigure</td>
<td>Reverts SCO Authentication configuration changes.</td>
</tr>
<tr>
<td>unjoin</td>
<td>Removes the local computer from the domain.</td>
</tr>
<tr>
<td>ypcat</td>
<td>Provides functionality similar to the NIS ypcat utility.</td>
</tr>
</tbody>
</table>

For more information on vastool and each command, see the vastool man page.
Managing UNIX and Linux Systems in Active Directory

This section addresses system configuration topics that are related to SCO Authentication. These topics include the following:

- “The Kerberos Realm and KDC” on page 21
- “Computer Objects” on page 23
- “Running vascd” on page 36
- “PAM Configuration” on page 39
- “NSS Configuration” on page 45

The Kerberos Realm and KDC

After installing the SCO Authentication components on UNIX and Linux systems, the first configuration step is to configure the Kerberos realm and the key distribution centers (KDCs) that are used to obtain Kerberos authentication tickets for users, services, and computers. When using Active Directory, it is important to note that the Kerberos Realm is the same as the Active Directory domain and that a KDC is an Active Directory server. Figure 4 on page 22 shows where the Realm and KDC values are displayed in the Users and Computers Snapin.
Before attempting to install and configure SCO Authentication components on UNIX and Linux systems you should obtain values for the Kerberos realm. To determine the correct realm, open the Users and Computers Snapin and record the values as illustrated in the following:

**Figure 4. Realm displayed in the Users and Computers Snapin**

Configuration for the realm and KDC settings is saved in the `/etc/opt/vas/vas.conf` file. However, it is recommended that system administrators use the `vastool join` command to set and change the realm and KDC settings. See the `vastool` man page for complete `vastool` command documentation.
Computer Objects

In order to securely communicate with Active Directory it is necessary to create and maintain a computer object in Active Directory for every UNIX and Linux system that uses SCO Authentication to authenticate users. This section provides additional details beyond what is outlined in the *SCO Authentication Installation and Configuration Guide*.

Creating Computer Objects

Computer objects are created using the `vastool create` command or as part of the `vastool join` process which additionally configures the realm, NSS, and PAM. `vastool create` offers additional flexibility over `vastool join` in that it only performs the step of computer creation. `vastool create` also offers command line options that allow computer objects to be created outside the default computer container.

When creating computer objects it is important to remember that when using `host/` as the object name `vastool` looks up the current host name of the system on which `vastool` is being run and uses this name as the name of the computer object being created. In environments where all UNIX and Linux hosts have been assigned unique host names this is not a problem. However, in environments where UNIX and Linux systems are not assigned the same unique hostname each time they boot then administrators should create computer objects using an explicit name, for example `host/lab12`. As part of the computer creation process, a randomly generated password for the computer is saved to `/etc/opt/vas/host.keytab`. If `host.keytab` is deleted or corrupted, then `vascd` will not be able to authenticate as the computer object. If `host.keytab` is compromised by unauthorized root access, then the password for this computer should be assumed to be compromised as well. You can reset the computer object’s password by running `vastool create` which generates a new password for the computer object if the computer object already exists. This is useful in imaged environments where UNIX and Linux hosts are frequently re-installed. You can also completely delete the computer object, and then recreate it. For information on deleting objects, see “Deleting Computer Objects” on page 24.
vastool examples follow:

$ vastool -u matt create -c "ou=eng,dc=example,dc=com" host/

Authenticates as the user matt, uses the current hostname as the computer name and creates the computer object in the ou=eng,dc=example,dc=com container.

$ vastool -u matt create host/linclient1.example.com

Authenticates as the user matt, using linclient1.example.com as the computer name and creates the computer object in the default computers container.

**Administrative Privileges**

The process of creating a computer object requires administrative privileges. In other words, the user specified with the -u option must be a member of the Windows 2000/2003 “Domain Admins” security group. Because of various security subtleties, the “Administrator” user as such can not be used for performing SCO Authentication administration tasks. The ability to create computers can be delegated to non-administrative users. For instructions, see “Delegating Administrative Privileges for Computer Creation” on page 25.

**Moving Computer Objects**

To move computer objects from one organizational unit to another use the “drag-n-drop” functionality of the Users and Computers snapin. Other than NIS map considerations explained in Chapter 7, “NIS Migration,” on page 87 there are no additional administrative tasks associated with moving computer objects.

**Deleting Computer Objects**

Computer objects should be deleted when a UNIX or Linux host is removed from service, the system has to be re-installed with a different operating system, or if a system has had a security breach (for example, unauthorized root access).
To delete unused computer objects, use the Users and Computers Snapin or use the `vastool delete` command or the `vastool unjoin` process which deletes the computer object and unconfigures PAM and NSS. The `vastool create` command resets a computer object’s password when the computer object already exists.

To delete the computer object before re-creating it, run the following as `root` (in environments where the hostname is the name of the computer in Active Directory):

```
# vastool -u matt delete host/
```

If you specified a name for the computer object, then as `root` use the command:

```
# vastool -u matt delete host/linclient1.example.com
```

Now run the `vastool create` command.

**Security Considerations**

The default permissions for a computer object restrict the computer from accessing sensitive data in Active Directory. The schema extensions are carefully designed to allow computers with default permissions to access only the UNIX account data that is absolutely necessary for the normal operation of the `vascd` daemon. We recommend that administrators not modify the default permissions for the computer object to make them either more or less restrictive. Changing the computer object permissions could disrupt normal operation or create a security liability that might result in the compromise of sensitive data.

**Delegating Administrative Privileges for Computer Creation**

It is often necessary to allow trusted users to perform tasks that are normally reserved for system administrators. Delegating trust to selected users can not only ease the pain of system administration but can also increase efficiency within your IT organization. One person adding computer objects to Active Directory one at a time is at the very
least a cumbersome task; if the number of computers to be added is up in the hundreds, the task changes from being cumbersome to being prohibitively time consuming. In a situation like this, the need to delegate computer creation becomes essential.

Maintaining tight control over administrator privileges is another important IT issue. Trusted users could be added to the Domain Admin group and in the process obtain sweeping domain administration privileges, but wide open access to an Active Directory domain -- even to trusted users -- poses potential security risks that are best avoided. Granting specific authorizations to specific users while holding back on other authorizations helps maintain control over who is doing what to your Active Directory data.

To set up users and/or groups with computer creation authorization, perform the following steps:

1. Select **Start > Programs > Administrative Tools > Active Directory Users and Computers**.

2. Right-click on the Active Directory domain name in the **Active Directory Users and Computers** tree on the left.

   The following appears:
3. Click **Delegate Control** to start the Delegation of Control Wizard.

The following appears:
4. Click **Next**.

The following appears:
5. Click **Add**.

The following appears:
6. Select the users and/or groups to whom you want to delegate the computer creation authorization and then click **Add**.

**Note:** If you are setting up groups with computer creation authorization, be sure to assign trusted users to the groups.

7. Click **OK** when finished to return to the **Users or Groups** selection window. Your selected users appear in the window as follows:
8. Click Next.

The Tasks and Delegate window appears.
9. Click in the checkbox next to **Join a computer to the domain** and then click **Next**.

   The Completing the Delegation of Control window appears.

10. If the information is correct, click **Finish**.
Managing Different Hostnames and Active Directory Domain Names

Most networks that utilize Active Directory use the same domain name for both their Internet and Active Directory domains. When this happens all of the computers on the network are already set up for proper Active Directory interaction in DNS on UNIX and Linux systems.

By default, the name of the Active Directory computer object that is created for a SCO
Authentication-enabled computer is identical to that computer’s hostname. So, if a SCO Authentication-enabled computer named solclient joins the Active Directory domain, an associated computer object is named solclient is created within Active Directory. If example.com is the name of the Active Directory domain, Active Directory must be able to resolve solclient.example.com (<computer object>.<AD domain>) in DNS.

However, if the Active Directory domain name does not match the Internet domain name of the computer, one of the following must be performed:

- Add new hostname entries in DNS that map each SCO Authentication-enabled computer into the Active Directory domain.
- Specify the name of the computer’s Active Directory computer object explicitly using vastool.

These methods are discussed in the following sections.

**Adding New Hostname Entries**

Assume your Internet domain name is example.com and your Active Directory domain name is sample.com. Also, assume you have a set of five computers in the example.com domain that authenticate against Active Directory using SCO Authentication.

Before these computers can authenticate against Active Directory you must add the Active Directory domain name for each computer to DNS for each system that maps into the Active Directory domain. Since the computers must still be resolvable as sample.com both entries must appear in DNS.

**Table 4. DNS Entries**

<table>
<thead>
<tr>
<th>Internet Domain Names</th>
<th>Active Directory Domain Names</th>
<th>DNS entries</th>
</tr>
</thead>
<tbody>
<tr>
<td>fred.example.com</td>
<td>fred.sample.com</td>
<td>fred.sample.com</td>
</tr>
<tr>
<td></td>
<td></td>
<td>fred.example.com</td>
</tr>
</tbody>
</table>
Using vastool to Specify a Computer’s Active Directory Object

Assume your Internet domain name is example.com and your Active Directory domain name is sample.com. Also assume you have a set of five computers on the example.com domain that need to authenticate against Active Directory using SCO Authentication. They are as follows:

fred.example.com
barney.example.com
wilma.example.com
betty.example.com
dino.example.com

If the only DNS entry for barney uses example.com as the domain name, then Active Directory won’t find the barney computer object. This is because Active Directory looks for barney.sample.com which is not in DNS. In order for vastool join to work with barney, the name of the computer object must be specified on the vastool com-
mand line using the \textit{-n} parameter as follows:

\texttt{vastool -u adminuser join -n barney sample.org}

By specifying the computer object on the \texttt{vastool} command line, Active Directory won’t need to consult DNS to figure out which computer object in Active Directory should be used.

\section*{Running \texttt{vascd}}

The \texttt{vascd} daemon (or process) must be started on UNIX and Linux workstations in order for SCO Authentication to operate correctly. \texttt{vascd} plays an important role in providing many of the security, scalability, and stability features of SCO Authentication. For more information on \texttt{vascd}, see, “The \texttt{vascd} Daemon” on page 15. When started, \texttt{vascd} authenticates as the computer using the credentials that were established at the time that the computer object was created in the Active Directory domain. For information on computer objects, see “Computer Objects” on page 23. After initialization, \texttt{vascd} acts as a proxy for requests for information that is stored in Active Directory. \texttt{vascd} then provides the requested information either from a cache, or by contacting the Active Directory server.

\section*{The \texttt{vascd} Data Cache}

In order to minimize network traffic and the load on the Active Directory server, \texttt{vascd} aggressively caches data that is retrieved from the directory server so that subsequent requests can be satisfied from the cache without having to contact the Active Directory server. The cache is only updated when it is determined that a change has been made in the directory or when a new user logs in. Nevertheless, because of the way that the NSS subsystem is called it is not uncommon for hundreds of requests to be generated in a matter of seconds. Therefore, in order to further reduce the load on the network and on the directory, \texttt{vascd} enforces a blackout period during which all NSS-initiated requests are resolved from the cache. By default, the blackout period is set to a value of 10 minutes.
This means that changes to UNIX Account information take up to 10 minutes by default, to become visible to SCO Authentication clients. New users can immediately log in to SCO Authentication clients without changing the blackout period. For environments where changes must take affect faster, change the blackout period by changing a setting in /etc/opt/vas/vas.conf. In the [vascd] section, add a parameter for “update-interval” as follows:

```
[vascd]
  update-interval = 300
```

This specifies the length of the blackout period in seconds. The default is 600 seconds. For more information on the blackout period, see the vascd man page. Whether this results in additional network traffic depends on the number of UNIX and Linux hosts and their use. In small installations (less than 100 hosts or less than 100 users) the blackout period can be safely reduced. In larger installations it is recommended that the blackout period be left at the default value or increased to 30 minutes or 1 hour. Regardless of the blackout period, the administrator can force vascd to update the cache immediately by signaling vascd with SIGHUP or by executing vastool flush.

### Using vascd with nscd

The Name Service Caching Daemon (nscd) is a simple and generic caching daemon that is started by default on some UNIX and Linux operating systems to reduce system and network load due to repeated calls to the NSS subsystem. On systems where nscd is installed, nscd caching of passwd and group data is disabled as part of the vastool join command. This is done because SCO Authentication has its own caching mechanisms and disabling nscd caching of group and password information saves system resources. However, it is possible to re-enable nscd caching of passwd and group databases. You might want to do this if you’re using NIS with SCO Authentication as part of your migration strategy.

We recommend that after you install a new version of nscd (or patch kits that might affect the nscd configuration) that system administrators examine the /etc/nscd.conf file to ensure that passwd and group caching is disabled. Additionally, if User or Group account changes made in Active Directory do not appear to be in effect on a UNIX or Linux machine, one troubleshooting step (in addition to checking the vascd
blackout period) should be to check the `/etc/nscd.conf` file to ensure that passwd and group caching is disabled.

**Disconnected Mode**

When `vascd` is unable to contact the KDC or the Active Directory server, it reverts to a disconnected mode. While in this mode all NSS and PAM requests are resolved from the cache.Disconnected mode can be entered for one or more of the following reasons:

- The computer object is deleted. If the UNIX or Linux system’s computer object is deleted then `vascd` can no longer communicate with Active Directory because it can not authenticate. The solution to this problem is to re-create the computer object, then restart `vascd`.

- The `/etc/opt/vas/host.keytab` file is invalid. If `/etc/opt/vas/host.keytab` is deleted or becomes corrupt then `vascd` is no longer able to communicate with Active Directory because it does not have credentials to authenticate as the computer. The solution to this problem is to delete then re-create the computer and restart `vascd`.

- The Active Directory server is down.

- The computer is physically disconnected from the network or the network is down.

Since most UNIX account information requests are correctly handled by the cache, it is often difficult to tell if `vascd` is in disconnected mode. One sure way to determine the state of `vascd` is to look at the system log file. `vascd` makes a short log entry each time the connection mode changes.

Finally, the `vascd` disconnected mode is not intended to solve all problems related to completely disconnected situations. For example, `vascd` does not have any control over the ability of the system to continue to resolve DNS names or to continue accessing network file systems in an abrupt and completely disconnected situation.
PAM Configuration

PAM is an API that allows applications’ authentication mechanisms to be extended by system administrators without having to modify the applications themselves.

pam.conf

PAM enabled services are configured through either the `/etc/pam.conf` file, or by individual files in the `/etc/pam.d/` directory. The `/etc/pam.d` directory approach is used by newer versions of PAM found in most Linux distributions such as UnitedLinux, Red Hat, and SuSE. Solaris uses the `/etc/pam.conf` approach. Both approaches use configuration files that have similar syntax.

There are four different types of entries in the PAM configuration file:

- **auth** - checks username/password pairs.
- **account** - handles processing of account restrictions.
- **password** - handles password changing
- **session** - handles any initialization that needs to occur for an interactive login session.

PAM allows you to configure a service to use a “stack” of PAM modules. This means there is a list of PAM modules that are consulted to perform the various authentication tasks. The `pam_vas` module should be configured to be the first module in the stack. `pam_vas` returns an IGNORE result when the user being authenticated is not an Active Directory user. This allows the other standard PAM modules to be called to authenticate local (`/etc/passwd`) users.

Refer to your system administration documentation for your operating system concerning PAM to make sure you understand PAM before performing any customizations beyond the changes made by the `vastool configure` commands described in “Configuring PAM with vastool”.
Configuring PAM with vastool

You can configure individual services to use the pam_vas module using vastool configure pam. For example, to configure the ssh daemon to use the pam_vas module, run the following command as root:

```
# vastool configure pam sshd
```

To configure all services to use pam_vas, do not specify a service name. The following command configures all services to use pam_vas:

```
# vastool configure pam
```

The following is an example of what the PAM configuration file for sshd should look like after running vastool configure pam sshd:

```
auth  required   /lib/security/pam_env.so
auth  [ignore=ignore success=done default=die] \n/opt/vas/lib/security/pam_vas.so get_tgt create_homedir
auth  sufficient /lib/security/pam_unix.so likeauth nullok
auth  required   /lib/security/pam_deny.so
account  [ignore=ignore success=done default=die] \n/opt/vas/lib/security/pam_vas.so
account    required      /lib/security/pam_unix.so
password  [ignore=ignore success=done default=die] \n/opt/vas/lib/security/pam_vas.so
password  required    /lib/security/pam_cracklib.so retry=3 type=
password  sufficient  /lib/security/pam_unix.so nullok use_authok \nmd5 shadow
password  required    /lib/security/pam_deny.so
```
session required /lib/security/pam_limits.so

session [ignore=ignore success=done default=die] \\
/opt/vas/lib/security/pam_vas.so

session required /lib/security/pam_unix.so

The entries for sshd on a system that uses /etc/pam.conf would look the same, except each line would be prefixed with sshd.

Reverting PAM Configuration Changes

You can remove the pam_vas module from any service’s PAM configuration using the vastool unconfigure pam command. For example, to unconfigure the ssh daemon from using the pam_vas module, you would run the following command as root:

# vastool unconfigure pam sshd

To revert the configuration for all services, do not specify a service name. The following command removes pam_vas from the configuration of all services:

# vastool unconfigure pam

Kerberos Ticket Caches

The pam_vas module uses the Kerberos protocol to authenticate users against Active Directory. The Kerberos protocol allows users to obtain one “ticket” using their password that they can then use to obtain other “tickets” to authenticate to services such as the Active Directory LDAP server. This provides a single sign on mechanism that does not make users repeatedly enter in their password.

By default, when a user establishes a login session that used the pam_vas module, they have a ticket cache stored in their home directory with the name .krb5cc. The KRB5CCNAME environment variable is also set to allow other Kerberos-aware applications to locate the ticket cache.
These tickets do not contain the users’ password, but they could be used in a brute force attack to determine passwords, much like an attacker could use the password hashes in `/etc/shadow` if those were publicly available. Since the file `$HOME/.krb5cc` is sensitive, it is created with permissions of 0600 (readable and writable only by the file owner) and owned by the user. This file should not be moved or modified by the user. This file is cleared out when the login session ends.

You can examine what tickets you have using the `vastool klist` command. This lists the tickets you have, as well as their expiration times.

If the `pam_vas` module cannot securely create the credentials cache file in a user’s home directory, it uses a default location of `/tmp/krb5cc_` where `xxx` is the user’s UID, with the same permissions of 0600.

### User Home Directory Creation

By default `pam_vas` creates users’ home directories if they do not exist. The directories are created with the appropriate permissions of 0700 (readable, writable, and executable only by the owner of the directory) and owned by the user. The files in `/etc/skel` are also copied into the new home directory.

This behavior can be disabled by removing the `create_homedir` option from the auth entries. You might want to do this in environments where home directories are served over the network through distributed files systems.

To disable automatic home directory creation, modify the following line:

```
auth  [ignore=ignore success=done default=die] \ 
/opt/vas/lib/security/pam_vas.so get_tgt create_homedir
```

to look like:

```
auth  [ignore=ignore success=done default=die] \ 
/opt/vas/lib/security/pam_vas.so get_tgt
```
Using pam_vas with Non-Shell Login Services

You can use pam_vas with services that do not provide shell login functionality, such as Apache or a mail server. pam_vas has some options to make the authentication method more efficient in this case. For example, you can disable the obtaining of a Kerberos Ticket Granting Ticket (TGT) by removing the get_tgt option from the auth entry for pam_vas. This reduces the amount of Kerberos network traffic that has to be performed for each login, and does not store any Kerberos tickets on disk.

For these types of non-shell login services, disable the creation of users’ home directories as well. These customizations can be done by modifying the following line:

```
auth  [ignore=ignore  success=done  default=die]  \
/opt/vas/lib/security/pam_vas.so  get_tgt  create_homedir
```

to look like:

```
auth  [ignore=ignore  success=done  default=die]  \
/opt/vas/lib/security/pam_vas.so
```

Debugging PAM Problems

If you experience problems with the pam_vas option, you can enable verbose debugging for the pam_vas module using the debug option. The debug option can be appended to any pam_vas entry. The debug output goes to the authentication system log via syslog. On Red Hat, these log messages are logged to /var/log/secure by default. On UnitedLinux based distributions, these messages are logged to /var/log/messages by default. On Solaris, there is no default syslog setup for auth messages. To enable syslog for auth messages, add the following lines to /etc/syslog.conf, and then restart syslogd. Make sure that you use tabs to separate the left columns from the right columns.

```
auth.alert<TAB>/dev/console
auth.crit<TAB>root
auth.info;auth.debug<TAB>/var/log/auth
```
pam_vas and Account Restrictions

Active Directory allows you to set several restrictions on user passwords, such as expiration dates and policies that force the user to change their password at next login. The pam_vas module also supports these options.

When users log in and their password is expired, pam_vas prompts for the old password, and a new password. However, not all services that use the PAM interface support this process. For example, KDE’s kdm does not process the PAM requests from pam_vas correctly, but GNOME’s gdm and a system login prompt do. The Solaris dtlogin also processes the requests correctly. sshd by default does not process these PAM requests, but can be configured to do so. For information on configuring sshd, see “Using SCO Authentication with SSH” on page 76.

Disconnected Authentication

pam_vas allows users to continue to use their Active Directory passwords to authenticate even when the network connection to the Active Directory server is disrupted. Users must login at least once while in the connected state in order to be able to log in when the system is disconnected.

Disconnected authentication operates by caching user names and a SHA-1 hash of their password when they login during a normal connected authentication operation. When the system is disconnected, pam_vas compares usernames and passwords to previously cached values. User password hashes are cached in a secure file in /var/state/vas/authcache/authcache.vdb, which has permissions of 0600 (readable and writable only by the owner of the file) and is owned by root. Though SHA1 is a strong hash algorithm it is important to protect the authcache file in the same way as you should protect /etc/shadow.

On some systems it might be preferable to disable caching of usernames and password hashes. To do this, add no_disconnected to the pam_vas auth entry of the appropriate PAM configuration file.
The Name Service Switch (NSS) is a UNIX and Linux subsystem that allows the administrator to configure the data source that is used to obtain password entries, group entries, hosts, and other information. More information regarding the UNIX and Linux NSS subsystem can be found by consulting the system administration documentation for each of the operating systems.

The configuration for the NSS subsystem is found in `/etc/nsswitch.conf`. The following is an example of the contents of a typical `nsswitch.conf` before configuring SCO Authentication:

```
passwd:     files nis
shadow:    files nis
group:     files nis
hosts:     files dns
ethers:    files
netmasks:  files
networks:  files
protocols: files nis
rpc:       files
services:  files nis
```

In this example, note the state of the passwd and group. The first string of each line is the database name followed by a colon. The strings that follow the database names are the names of the NSS modules that are used to resolve requests for information from that database. In the example above, passwd entries are first obtained using the “files” module that retrieves information from the `/etc/passwd` file. If the requested `passwd` entry is not found in `/etc/passwd`, the NIS module is called which attempts to find the entry using the NIS protocol.
Configuring NSS with vastool

NSS is configured using `vastool configure nss` or as a part of the `vastool join` process. By default, `vastool configure nss` inserts configuration for the “vas” module so that it is called directly after the files module. For example, running the following command as root:

```
# vastool configure nss
```

Modifies the “passwd” and “group” lines in `/etc/nsswitch.conf` so that they appear as follows:

```
passwd:     files vas nis
groups:     files vas nis
```

With this new configuration, the `vas` module is called to resolve all passwd and group entries that not are found in the `/etc/passwd` and `/etc/group`.

The order in which the modules are listed is important. By default, the `vas` module is listed after the files module and before the nis module. This ordering means that local accounts take precedence over Active Directory accounts with the same name, UID, or GID.

Reverting NSS Configuration Changes

The SCO Authentication configuration for the NSS subsystem can be reverted using `vastool`. This removes the `nss_vas` module from the passwd and group lines in `/etc/nsswitch.conf`. The command is as follows (run as root):

```
# vastool unconfigure nss
```

Restarting Services

After changing the `nsswitch.conf` file on Solaris we recommend that certain services be restarted. For example, `dtlogin` on Solaris does not immediately acknowledge changes
made to `nsswitch.conf` and does not allow Active Directory users to log in until it is
restarted. As a troubleshooting step, it might be necessary to restart other services on
Solaris if Active Directory users can not log in after making changes to the NSS config-
uration.
UNIX and Linux Users and Groups

With SCO Authentication you can manage UNIX user accounts and UNIX groups and passwords from Active Directory using the Users and Computers snapin or the flexible command line utilities. Information in this section addresses the following concepts:

- “Managing UNIX User Accounts” on page 49
- “Managing UNIX Group Accounts” on page 56
- “Disabling UNIX Accounts” on page 54
- “UID and GID Management” on page 59
- “Changing Passwords” on page 60
- “Importing Users and Groups” on page 61
- “Workstation Access Control” on page 63

Managing UNIX User Accounts

Using the Users and Computers Snapin

After installing the Users and Computers Snapin extension, a UNIX Account tab
appears in the properties of all Active Directory users as shown in Figure 12 on page 50:

Figure 12. UNIX Account Properties

![UNIX Account Properties](image-url)
Note: If the UNIX Account tab does not appear in the User Properties dialog, review the installation steps outlined in the SCO Authentication Installation and Configuration Guide to ensure that the Users and Computers Snapin extension has been installed.

Enable UNIX Account - This checkbox is used to enable and disable UNIX and Linux accounts. Enabling a UNIX account for the first time generates default values for the UNIX account fields. Disabling a UNIX or Linux account causes the Login Shell to be set to /bin/false which prohibits the user from logging in to UNIX and Linux machines. For more information, see “Disabling UNIX Accounts” on page 54.

User ID - This field is used to set the numeric UNIX or Linux User ID or UID. It should be set to a numeric value between 1000 and the maximum UID for your platform. When the UNIX account is enabled for the first time, a default value is generated that is one greater than the highest UID previously used by users in the same Active Directory organizational unit. If it is the first UNIX account to be enabled in the organizational unit then the default value will be 1000.

Primary Group ID- This field is the UNIX or Linux User Group ID or user GID that is used when determining the group ownership of files that are created by the user. The Browse button allows the administrator to look through and select the Primary Group ID from the list of UNIX enabled groups. However, it is not required that the Primary Group ID be set to a value from this list.

Primary Group Name- If the Primary Group ID is set to the GID value of a UNIX enabled group account in Active Directory, then the Primary Group Name field displays the group name. If the Primary Group ID is set to a value found in the /etc/group (such as the value for the local “users” group) then Primary Group Name displays the text “Unknown Group” in the Properties dialog.

Comment (GECOS) - This is a free form field that is usually used to record the user’s full name and other information (such as phone number and office location). The only restriction is that this field must not contain a colon (:) character. The default value is the user’s full name.

Home Directory - This is the UNIX user’s home directory. If the home directory does not exist when the user logs in to a machine for the first time, it can be created by the pam_vas module. However, since a great deal of UNIX user profile information (for example, desktop environment, shell profiles, and application specific settings) are saved in the user home directory it is possible to store home directories on a network
file system such as NFS. Storing home directories on a distributed file system is especially desirable in environments where UNIX and Linux users log in to multiple workstations. Automount utilities can then be configured so that the user’s same home directory information is available in the same directory location across multiple UNIX and Linux machines.

**Login Shell** - This is the shell that is executed when the user logs in using a terminal-based login. The default value for Login Shell is `/bin/bash`. If you do not have this shell on the systems the user is logging into, you must change this setting to a valid login shell.

Since shells reside in different directories (such as `/usr/local/bin`) on different UNIX and Linux distributions we recommend that you create a symlink to allow commonly used shells to be found in the same location across multiple UNIX and Linux machines.

## Managing User Accounts from the UNIX and Linux Command Line

Using the `vastool` command line utility you can create users, delete users, and list user information.

To create a user, use the `vastool create` command. For example, the following command would create the new user “wynn”:

```
$ vastool create wynn
```

This creates a user in Active Directory that does not have its UNIX Account enabled. To create a user that has its UNIX account enabled by default, you need to pass in a string formatted like the entries in `/etc/passwd`. You would do this as follows:

```
$ vastool create -i "wynn:x:1003:1000:Wynn:/home/wynn:/bin/bash" wynn
```

It is important that you specify a unique UID. `vastool` assumes that the administrator is aware of the potential UID conflicts and does not request additional information.
To delete a user, use `vastool delete`. For example the following command would delete the “wynn” user:

```
$ vastool delete wynn
```

To list users, use `vastool list users`. For example, the following command would list all the users with UNIX accounts enabled:

```
$ vastool list users
```

```
matt:VAS:1000:1000:Matt Peterson:/home/matt:/bin/bash
wynn:VAS:1001:1000:Wynn Wilkes:/home/wynn:/bin/bash
```

The `vastool list` command without the `-l` option does not directly contact Active Directory but uses the `vascd` cache.

To bypass the cache and contact Active Directory directly, run the `vastool list` command with the `-l` option as follows:

```
$ vastool list -l users
```

```
matt:x:1000:1000:Matt Peterson:/home/matt:/bin/bash
wynn:x:1001:2000:Wynn Wilkes:/home/wynn:/bin/bash
```

It is significant to note that as a troubleshooting tool, it is possible to determine if the cache is out of date by comparing the differences between the output of `vastool list users` and `vastool list -l users`. If the cache is out of date, the output from those two commands will be different.

Using `vastool list users` with the `-l` option is not efficient when used repeatedly from scripts. You should not use the `-l` option in this case, but instead take advantage of the information stored in the `vascd` cache. For more information, see the “Troubleshooting” chapter of the `SCO Authentication Installation and Configuration Guide`. 
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Creating and Moving Users to Organizational Unit Containers

Use the Users and Computers snapin to create new users in any organizational unit (OU) and move existing users from one OU to another. For more information on how to use Organizational Units to keep track of GIDs, see, “UID and GID Management” on page 59.

An administrator can move a user object between organizational units within the same Active Directory domain without any problems. However, when a user is moved to a new domain, the Administrator should update the user's UPN to include the new domain. SCO Authentication uses the UPN to determine which domain the user is a member of, so it is important to keep this information consistent. Change the UPN using the Account tab on the user's properties page in the Active Directory Users and Computers Snapin. The domain the user is in should be updated to the user's new domain- this is done from the pull down menu that is part of the "User logon name:" section.

Disabling UNIX Accounts

When a user’s UNIX account is disabled (by unchecking the Enable UNIX Account checkbox), the user’s login shell is set to /bin/false. This prohibits the user from logging in via interactive login utilities. In technical terms, the check for whether or not a UNIX account is disabled is determined in a PAM “session” call. This means that non-interactive PAM enabled applications that do not use the PAM session interface would still be able to authenticate the user. An example of one such application is the POP3 daemon (pop3d) commonly distributed on Linux. Since pop3d obtains the username password via the POP3 protocol and is not concerned with giving the mail user a login shell there is no need to call the PAM session interface.

Therefore, in the case of pop3d (and other non-interactive services) a user would be allowed to authenticate even if their UNIX Account was disabled. To completely disable an account for interactive and non-interactive authentication, select the Account is Disabled setting from the Account tab or right click on the user and select Disable.
Account in the Active Directory Users and Computers snapin.

Figure 13. Disabling a User Account

Another important property of a user with a disabled UNIX Account is that all of the UNIX account information remains valid even though the user is not able to log in on UNIX or Linux hosts. Retaining UNIX account information for disabled UNIX accounts is necessary in order for the ownership of files and directories to be properly listed when using ls -l command. If the user is removed entirely only then will the orphaned files list as being owned a numeric UID.
Managing UNIX Group Accounts

Using the Users and Computers Snapin

After installing the Users and Computers Snapin extension, a UNIX Group tab appears in the properties of all Active Directory groups as follows:

Figure 14. UNIX Group tab

![Figure 14. UNIX Group tab](image)

**Note:** If the Group tab does not appear in the User Properties dialog, review the installation steps outlined in the *SCO Authentication Installation and Configuration Guide* and ensure that the Schema extension has been applied and that the Users and Computers Snapin extension has been installed.

The properties dialog includes the following:

**Enable UNIX Group** - This checkbox is used to enable and disable a UNIX Group. Enabling a UNIX group generate a default value for Group ID field. Disabling a UNIX group deletes the GID attribute which prohibits users who are members of the group from accessing UNIX files based on UNIX group permissions. For more information on disabled UNIX Groups, see, “Disabling UNIX Accounts” on page 54.
**Group ID** - This field is used to set the numeric Group ID or GID for the UNIX or Linux Group. It should be set to a numeric value between 1000 and the maximum group ID for your platform. When the UNIX Group is enabled for a UNIX or Linux group, a default value is generated that is one greater than the highest GID previously being used by UNIX Groups in the same Active Directory organizational unit. If it is the first UNIX or Linux Group to be enabled in the organizational unit then the default value will be 1000.

**Managing Groups from the UNIX and Linux Command Line**

Using the `vastool` command line utility you can create, delete, and list group information.

To create a group, use the `vastool create` command. For example, the following command creates the “eng” group:

```
$ vastool create -g eng
```

This creates the “eng” group in Active Directory but the group is not UNIX Group enabled. To create a group that is UNIX Group enabled by default, pass in a string formatted like the entries in `/etc/group`, as follows:

```
$ vastool create -i "eng:x:1003:" -g eng
```

It is important that you specify a unique GID. The use of `vastool` assumes that the administrator is aware of any potential GID conflicts and does not prompt for verification.

To delete a group, enter:

```
vastool delete -g eng
```
To list users use the `vastool list groups` command. For example, the following command would list all the groups with UNIX group enabled:

```
$ vastool list groups
    eng:VAS:2000:wynn,matt
    admin:VAS:2001:ben
```

This command does not directly contact Active Directory but uses the `vascd` cache.

To directly check Active Directory, run the `vastool list` command with the `-l` option, as follows:

```
$ vastool list -l groups
    eng:x:2000:wynn,matt
    admin:x:2001:erik
```

It is significant to note that as a troubleshooting tool, it is possible to determine if the cache is out of date by comparing the differences between the output of `vastool list groups` and `vastool list -l groups`. If the cache is out to date, those two commands will provide different output.

Using `vastool list groups` with the `-l` option is not efficient when used repeatedly from scripts. You should not use the `-l` option in this case, but instead take advantage of the information stored in the `vascd` cache.

### Creating and Moving Groups to Organizational Unit Containers

Using the Users and Computers Snapin, new groups can be created in any Organizational Unit (OU) and existing groups can be moved from one OU to another. Since the distinguished name (DN) of the group is not relevant to the proper operation of SCO Authentication, you can create groups in or move groups to different OUs in order to organize groups in a way that makes administrative tasks intuitive.
UID and GID Management

When using SCO Authentication to manage users from Active Directory it is important to keep track of UNIX and Linux user UIDs and UNIX and Linux Group GIDs. The UNIX Account and UNIX Group tabs in the Users and Computers Snapin allows duplicate UIDs and GIDs to be assigned within a single Active Directory tree. Without careful planning, it is easy to lose track of which UIDs and GIDs have been used.

UID and GID Usage Organized by Container

To avoid UID and GID confusion it is recommended that users and groups be placed into Organizational Units (OUs) that are created according to an administrative model that makes sense to the network administrator. Since recommended default UIDs and GIDs are generated from the first objects in the same OU it is easy to assign a UID and GID range to an OU.

Avoiding Local UID and GID Duplication

When creating local user accounts in /etc/passwd and /etc/group it is important to be very careful not to duplicate UIDs or GIDs of Active Directory users and groups. The administrator needs to be especially careful when creating users using the useradd or adduser command. The reason is that unless the -u option is used to explicitly specify the UID, the default behavior of useradd uses NSS calls to determine the next highest UID. If the nss_vas module is configured in nsswitch.conf as it should be, the result will be a new local user in /etc/passwd with a UID that is one higher than highest UID in Active Directory. For security reasons, the pam_vas module does not allow duplications between UIDs in /etc/passwd and Active Directory. For security reasons, the pam_vas module does not allow Active Directory users to log in if they have a UID conflict with other users. Checks on UID duplication under 1000 is not performed.
Changing Passwords

One of the primary features of SCO Authentication is that the same user name and password can be used to login to Windows, UNIX, and Linux workstations. In conjunction with this feature it is also possible for a user to change their password from Windows, UNIX, and Linux workstations using the normal password change utilities.

As of this writing, the `passwd` command on SuSE, UnitedLinux powered distributions, and Solaris displays the following error when using the system passwd change utility:

```
passwd: Changing password for Supported configurations for passwd management are as follows:

    passwd: files
    passwd: files ldap
    passwd: files nis
    passwd: files nisplus
    passwd: compat
    passwd: compat AND
    passwd_compat: ldap OR
    passwd_compat: nisplus
    Please check your /etc/nsswitch.conf file
    Permission denied
```

As a work around, SCO Authentication users should use `vastool passwd` to change their passwords that are stored Active Directory. Local users should use the `passwd -r files` command. Users on other platforms such as Red Hat should use the standard passwd change utility.

A user with Active Directory administrative privileges can change other users’ passwords with the `vastool passwd` command, as follows:

```
$ vastool passwd user
```
Changing Passwords on Windows

Users may change their password using the standard Windows password change dialog. To open the password change dialog press Ctrl-Alt-Del and click on the Change Password button. After changing a password in Windows the new password is immediately applicable to UNIX and Linux logins.

Importing Users and Groups

For environments that have pre-existing /etc/passwd files and /etc/group files either locally or through NIS, vastool provides migration tools to import those users and groups into Active Directory using vastool load.

The vastool load command can either read a file that follows the /etc/passwd or /etc/group format, or it can read from “stdin” (piped output from another command).

Before importing a passwd file or a group file, make sure that the import will not cause a UID or GID conflicts with accounts that are already in Active Directory. The vastool load command does not check for those conflicts before creating the user and group objects.

Important: You can't use vastool load to import users or groups whose names are duplicates of those already in the Active Directory database.

Also, note that only users with the appropriate administrative rights can create users and groups. So if your current login session is not as an administrative user, use the vastool -u option to specify the administrative user name.

To import a users file without using “stdin”, run:

$ vastool -u user load -f /tmp/new-vas-users.txt users
This creates all of these users in the default Users container in Active Directory. Use the 
\texttt{-c} option to specify a container in which to create users. The following is an example of 
importing users into a specific OU:

\begin{verbatim}
$ vastool -u user load -f /tmp/new-vas-user.txt \ 
-c "OU=eng,DC=example,DC=com" users
\end{verbatim}

One limitation to importing users is the inability to import users’ current passwords. 
Active Directory cannot accept the encrypted password hashes that are normally stored 
in passwd files. The \texttt{vastool load} command either generates a random password for 
each user which is then saved to a file that the administrator can use to notify new users 
and let them know what their new password is, or else the administrator can set a com-
mon default password for all newly imported user accounts with the \texttt{"-p password"} 
parameter.

After importing the users, you can then view these user accounts and their UNIX 
account information in the Active Directory Users and Computers console.

\textbf{Note:} Users are forced to change their passwords when they first login, by default.

To import groups, run:

\begin{verbatim}
$ vastool load -f /tmp/new-vas-groups.txt groups
\end{verbatim}

As with the \texttt{vastool load users} command, these groups are created in the default users 
container. The same \texttt{-c} option applies for loading groups as with users, as follows:

\begin{verbatim}
$ vastool load -f /tmp/new-vas-groups.txt \ 
-c "OU=eng,DC=example,DC=com" groups
\end{verbatim}

One important note about importing groups is that the group membership list is stored 
in the Active Directory Group Object’s members attribute. The values stored here must 
be distinguished names (DNs). In order to create the group object with it’s existing 
members, \texttt{vastool} must look up each user’s DN, meaning that the user must already 
exist in Active Directory. So when importing users and groups, you must import the 
users first, then the groups, otherwise your group membership lists will not be imported 
correctly.
Workstation Access Control

In some environments there might be sensitive data on machines that are running SCO Authentication so the administrator might not want all SCO Authentication users to be able to log on to those machines. The `pam_vas` module allows administrators to have fine-grained control over which SCO Authentication users have access to a given system.

**Note:** Computer access control only works with Active Directory user accounts.

By default, each time a user is successfully authenticated, `pam_vas` checks to see if access should be allowed by using information recorded in `/etc/opt/vas/users.allow` and `/etc/opt/vas/users.deny`.

Valid entries in these files include user principal names (UPNs), group names, and realm names. UPNs are formatted as, `principal_name@domain` and realm names are formatted as, `@realm`. Any entry that does not have the '@' character is interpreted as a group name. Lines beginning with a hash (#) are ignored. For more information on UPNs, see “Multiple Domain Deployment” on page 77.

In all cases, `users.allow` takes precedence over the `users.deny`. For example, if a user is explicitly allowed, but explicitly denied by having the user's UPN in both files, then the user is granted access.

A user is granted access if one of the following is true:

- The `users.allow` file contains the user's UPN.
- The `users.allow` file contains a group the user is a member of and the `users.deny` file does not contain the user's UPN.
- The `users.allow` file contains the realm of the user, and the `users.deny` file does not contain either the user's UPN or a group the user belongs to.
- If the `users.allow` file is empty or does not exist, and the `users.deny` file does not deny the user in anyway- explicitly, by the group, or by the realm.
- If `users.allow` and `users.deny` do not exist.
In all other cases, the user is denied access. If either the `users.allow` or `users.deny` file is empty, they are treated the same as if they do not exist.

For example, if you had a sensitive server that you only wanted administrators to be able to log in to, you would create a `users.allow` that would look like the following:

```plaintext
## Only let these users log in.
matt@example.com
wynn@example.com
```

Where matt and wynn are users with administrator privileges.

If you wanted all users except for two to log in, do not have a `users.allow` file but rather create a `users.deny` file that would look like the following:

```plaintext
## These users are not allowed to log in.
don@example.com
rob@example.com
```

Where don and rob are users you want to lock out.

It is possible to disable these checks in `pam_vas` on a service by service basis. This might be necessary on sensitive servers that run non-login services that still need to authenticate all of your SCO Authentication users, but only allow certain users to have shell access on the server. To do this, use the “no_access_check” option in the PAM configuration file. For example, you could disable this check when using an IMAP server by modifying the following auth entry in the `/etc/pam.d/imapd` file:

```
/auth [ignore=ignore success=done default=die] \
/opt/vas/lib/security/pam_vas.so no_access_check
```
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On Linux distributions and the Solaris system, applications like Apache and Samba use the Pluggable Authentication Modules system (PAM) to integrate with SCO Authentication. In general, PAM includes a set of authentication modules that allow you to configure the type of authentication you want to use. You specify the authentication modules each application should use by identifying them in special configuration files within `/etc/pam.d`.

**Note:** You must restart PAM-enabled applications once they are configured in order for them to interact with SCO Authentication.

Obtaining the PAM Module for Apache

Apache is PAM-enabled when it is run with the Apache PAM module. The PAM modules for Apache are available at:

http://pam.sourceforge.net/mod_auth_pam/

There are two versions available, one for Apache 1.3.x (mod_auth_pam-1.1.1) and another for use with Apache 2.0 (mod_auth_pam-2.0-1.1.1). Instructions for building the modules are included with each of the two source code tarballs.
In addition to a full C/C++ toolchain (including the compilers and libraries) and the Apache development files, `apxs` and `instdso.sh` must also be installed on the build system. On Linux, these three requirements are typically satisfied when the `apache-devel` or `httpd-devel` package is installed.

**Configuring Apache to Run with SCO Authentication**

The following instructions describe how to password-protect the documents that are in Apache's default web page directory using PAM and SCO Authentication.

The instructions require that you create and edit several files. Exact instructions on creating and editing files are dependent on the editor you use. Make sure you have an editor available that you are comfortable with before you start this procedure set.

**Using UnitedLinux 1.0 and SuSE 8.1**

The Apache 1.3 web server is included in the default installation of distributions powered by UnitedLinux.

On SuSE 8.1 and platforms powered by UnitedLinux 1.0, complete the following:

1. Make sure that `mod_auth_pam.so` is in `/usr/lib/apache`:

   ```
cp mod_auth_pam.so /usr/lib/apache
   
   The module, `mod_auth_pam.so`, enables Apache to use PAM so it can run with SCO Authentication.
   ```

2. Change to the `/etc/httpd/modules` directory as follows:

   ```
cd /etc/httpd/modules
   ```
3. Create a file named `mod_auth_pam` and include the following lines:

```plaintext
Variable: HTTPD_SEC_MOD_PAM
Text: PAM
LoadModule: LoadModule pam_auth_module /usr/lib/apache/mod_auth_pam.so
AddModule: AddModule mod_auth_pam.c
```

4. Open the file `/etc/sysconfig/apache` and add the following line to the end of the file:

```
HTTPD_SEC_MOD_PAM=yes
```

5. Open the file, `/etc/httpd/httpd.conf` and locate the following line:

```
<Directory "/srv/www/htdocs"
```

A few lines below, edit the following line:

```
AllowOverride None
```

to look like this:

```
AllowOverride AuthConfig
```


7. Create a file named `.htaccess` (make sure to include the leading period) and include the following lines:

```plaintext
AuthType Basic
AuthName "Secured"
require valid-user
```

Where `require valid-user` specifies that any valid user has access. Use this line to determine who has access to the directory `/srv/www/htdocs` and its recursive subdirectories. For example, `require matt` specifies that `matt` is the only user allowed access to `/srv/www/htdocs`. The entry, `require group acct` only allows access to members of the UNIX group named `acct`. 
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8. Create a backup copy of your existing /etc/httpd/httpd.conf file, then run the SuSEconfig utility against the /etc/sysconfig/apache file as follows:

    cp /etc/httpd/httpd.conf /etc/httpd/httpd.conf-`date`
    /sbin/SuSEconfig --force --module apache

9. Set up the Apache PAM configuration file to use SCO Authentication:

    /opt/vas/bin/bin/vastool configure pam httpd

10. Restart the Apache web server as follows:

    /etc/init.d/apache restart

    At this point, if you access the Apache server using a web browser, the prompt for a username and password appears. The user authentication information that you enter needs to match the user authentication information stored in Active Directory.

**Using SuSE 8.0**

Complete the following to configure Apache1.3 to run with SCO Authentication on SuSE 8.0:

1. Open /etc/sysconfig/apache and make sure the HTTPD_SEC_MOD_PAM line is set to yes as follows:

    HTTPD_SEC_MOD_PAM=yes
2. Open the file, /etc/httpd/httpd.conf and locate the following line:

   <Directory “/srv/www/htdocs”>

   A few lines below, edit the following line:

   AllowOverride None

   to look like this:

   AllowOverride AuthConfig

3. Change to the directory /srv/www/htdocs.

4. Create a file named .htaccess (make sure to include the leading period) and include the following lines:

   AuthType Basic
   AuthName “Secured”
   require valid-user

   Where require valid-user specifies that any valid user has access. Use this line to determine who has access to the directory /srv/www/htdocs and its recursive subdirectories. For example, require matt specifies that matt is the only user allowed access to /srv/www/htdocs. The entry, require group acct only allows access to members of the UNIX group named acct.

5. Create a backup copy of your existing /etc/httpd/httpd.conf file, then run the SuSEconfig utility against httpd.conf as follows:

   cp /etc/httpd/httpd.conf /etc/httpd/httpd.conf-`date`

   /sbin/SuSEconfig --force --module apache

6. Set up the Apache PAM configuration file to use SCO Authentication:

   /opt/vas/bin/vastool configure pam httpd
7. Restart the Apache web server as follows:

```
/etc/init.d/apache restart
```

At this point, if you access the Apache server using a web browser, the prompt for a username and password appears. The user authentication information that you enter needs to match the user authentication information stored in Active Directory.

**Using Red Hat 7.3 (including Advanced Server)**

*Note:* After following these instructions, you can no longer use Red Hat's Apache Configuration Tool. If you run that application, your SCO Authentication customizations to Apache will be wiped out. According to Red Hat, there is no way to avoid this dilemma.

On Red Hat 7.3 and Advanced Server, complete the following to configure Apache 1.3 to run with SCO Authentication:

1. Make sure that `mod_auth_pam.so` is in `/usr/lib/apache` as follows:

   ```
   cp mod_auth_pam.so /usr/lib/apache
   ```

   The module, `mod_auth_pam.so`, enables Apache to use PAM so it can run with SCO Authentication.

2. Open the file `/etc/httpd/conf/httpd.conf` and add the following line at the end of
the list of `LoadModule` lines (the last `Loadmodule` line might be enclosed in
`<IfDefine>...<IfDefine>` tags; if this is the case, add the following line
*afer* the last `</IfDefine>` closing tag) as follows:

   ```
   LoadModule pam_auth_module modules/mod_auth_pam.so
   ```
3. In the same `httpd.conf` file add the following line at the end of the `AddModules` lines (the last `AddModule` line might be enclosed in `<IfDefine>...</IfDefine>` tags; if this is the case, add the following line after the last `</IfDefine>` closing tag) as follows:

```
AddModule mod_auth_pam.c
```

4. In the same `httpd.conf` file locate the following line:

```
<Directory "/var/www/html"
```

A few lines below, edit the following line:

```
AllowOverride None
```

to look like this:

```
AllowOverride AuthConfig
```

5. Change to the directory `/var/www/html`.

6. Create a file named `.htaccess` (make sure to include the leading period) and include the following lines:

```
AuthType Basic
AuthName "Secured"
require valid-user
```

Where `require valid-user` specifies that any valid user has access. Use this line to determine who has access to the directory `/srv/www/htdocs` and its recursive subdirectories. For example, `require matt` specifies that `matt` is the only user allowed access to `/srv/www/htdocs`. The entry, `require group acct` only allows access to members of the UNIX group named `acct`.

7. Set up the Apache PAM configuration file to use SCO Authentication:

```
/opt/vas/bin/vastool configure pam httpd
```
8. Restart the Apache web server as follows:

   /etc/init.d/httpd restart

At this point, if you access the Apache server using a web browser, the prompt for a username and password appears. The user authentication information that you enter needs to match the user authentication information stored in Active Directory.

**Using Red Hat 8.0 and 9.0**

**Note:** After following these instructions, you can no longer use Red Hat's Apache Configuration Tool. If you run that application, your SCO Authentication customizations to Apache will be wiped out. According to Red Hat, there is no way to avoid this dilemma.

The following instructions describe how to password-protect the documents in Apache’s default web page directory using PAM and SCO Authentication. Red Hat 8.0 uses Apache 2.x, (see, “Obtaining the PAM Module for Apache” on page 65) so you need to build the Apache PAM module package that is used with that version of Apache.

On Red Hat 8.0, complete the following:

1. Make sure that `mod_auth_pam.so` is in `/usr/lib/httpd/modules` (or `/etc/httpd/modules` which is a symbolic link to the `/usr/lib/httpd/modules`) as follows:

   `cp mod_auth_pam.so /usr/lib/httpd/modules`

   and

   `cp mod_sys_group.so /usr/lib/httpd/modules`
2. Open the file `/etc/httpd/conf/httpd.conf` and add the following line at the end of the list of LoadModule lines (the last Loadmodule line might be enclosed in `<IfDefine>...</IfDefine>` tags; if this is the case, add the following line after the last `</IfDefine>` closing tag) as follows:

```bash
LoadModule auth_pam_module modules/mod_auth_pam.so
LoadModule auth_sys_group modules/mod_sys_group.so
```

3. In the same `httpd.conf` file locate the following line:

```bash
<Directory "/var/www/html"
```

A few lines below, edit the following line:

```bash
AllowOverride None
```

to look like this:

```bash
AllowOverride AuthConfig
```


5. Create a file named `.htaccess` (make sure to include the leading period) and include the following lines:

```bash
AuthType Basic
AuthName "Secured"
require valid-user
```

Where `require valid-user` specifies that any valid user has access. Use this line to determine who has access to the directory `/var/www/html` and its recursive subdirectories. For example, `require matt` specifies that `matt` is the only user allowed access to `/var/www/html`. The entry, `require group acct` only allows access to members of the UNIX group named `acct`.

6. Set up the Apache PAM configuration file to use SCO Authentication:

```bash
/opt/vas/bin/vastool configure pam httpd
```
7. Restart the Apache web server as follows:

/etc/init.d/httpd restart

At this point, if you access the Apache server using a web browser, the prompt for a username and password appears. The user authentication information that you enter needs to match the user authentication information stored in Active Directory.

Using SCO Authentication with Samba

Using SCO Authentication with Samba requires that you use vastool timesync to synchronize the computer running Samba with Active Directory server. For more information on synchronizing time using the vastool command line utility, see the vastool man page.

The following instructions apply to all supported Linux distributions.

To get Samba 2.2x and 3 running with SCO Authentication, complete the following:

1. Set up the PAM configuration to use SCO Authentication by entering:

   vastool configure pam samba

2. Join Samba to the NETBIOS domain used by the Windows server that’s running with Active Directory by entering:

   smbpasswd -j NETBIOS_domain -r adserv -U matt

   Where:

   NETBIOS_domain is the workgroup name that Windows networking uses as your system name.

   adserv is the hostname or IP address of the Windows server in the sample network with Active Directory running.
**matt** is a user with Domain Admin privileges on the Active Directory server in the example.

3. Join the server running Samba to the SCO Authentication/Active Directory domain (this is not the NETBIOS domain of the Windows server), by entering:

   ```
vastool -u matt join -f example.com
   ```

   Where:

   **matt** is a user with admin privileges.

   - `-f` forces the creation of a new computer object when a computer object for the Samba machine already exists in Active Directory.

   `example.com` is the name of the Active Directory domain in the sample network.

4. Set up the **/etc/samba/smb.conf** file using **vastool** as follows:

   ```
vastool -u matt configure samba
   ```

   Where **matt** is a user with Domain Admin privileges on the Active Directory server in the example.

5. Restart Samba. Use the instructions for your distributions.

   For UnitedLinux and SuSE, enter the following:

   ```
   /etc/init.d/smb restart
   /etc/init.d/nmb restart
   ```

   For Red Hat, enter the following:

   ```
   /etc/init.d/smb restart
   ```
Using SCO Authentication with SSH

You can use SCO Authentication with SSH (the OpenSSH version, not the proprietary SSH Communications Security version) without further configuration changes. However, if you want to force a password change at login, use the following instructions. Making this change creates a potential security risk when using unaudited PAM modules in your PAM stack for local user authentication.

Platforms supported as SCO Authentication clients that do not use PAM are not covered by these instructions.

1. Ensure that the following SSH server options are set in `sshd_config` (located in `/etc` or `/etc/ssh` depending on the platform being used):

   PAMAuthenticationViaKbdInt yes
   UsePrivilegeSeparation no

   **Note:** If these lines already exist in `sshd_config` but are commented out (the line starts with “#”), you must uncomment them (remove the “#” at the beginning of the lines) before saving `sshd_config`.

2. Re-start the SSH server as follows:

   /etc/init.d/sshd stop
   /etc/init.d/sshd start

   With these steps completed, users who have accounts in Active Directory can log into the server via SSH using Active Directory authentication information.
Multiple Domain Deployment

It is not uncommon to have an entire business operating within one Active Directory forest that contains only one Active Directory domain. As a business expands, the IT infrastructure requires that more domains be added to the forest to help manage the expansion. Obviously, the authentication system used by the company must be capable of expanding in parallel.

This section provides the following:

- Identifies the criteria for multiple domain deployments of SCO Authentication.
- Identifies the pros and cons of synchronizing SCO Authentication data to the Global Catalog.
- Explains how UNIX groups are handled across domains.

Criteria for Multiple Domain Deployment

SCO Authentication can provide authentication services over multiple domains as long as certain criteria are met. These criteria are addressed in the following:
• Users must use a User Principal Name (UPN) to log in and authenticate across domains. The UPN is formatted like an email address and can map to the user's email address. The UPN format is `principal_name@domain`. For example, 

`matt@example.com`

Where:

`matt` is a principal_name in the sample network.

`example.com` is the domain name in the sample network.

**Note:** The UPN is only required for cross domain authentication. Users do not need to use a UPN when authenticating to a local domain.

• If a user requires membership in a particular UNIX group that is not resident on the local domain but is on another domain within the forest, create an identical user account for that user on the remote domain and then add the account to the target UNIX group. This is because a user’s “local” account group memberships are not recognized in other domains. For more information, see “Working with Nested Groups” on page 78.

• Your DNS server must be set up to allow dynamic updates.

• The Active Directory SRV records must exist within DNS. If your DNS server is set up to allow dynamic updates, Active Directory should have added its own SRV records automatically.

**Working with Nested Groups**

SCO Authentication only supports “local” groups with no nesting. If you embed “global” or “universal” groups within local groups, only the top-level “local” group will be seen by SCO Authentication, regardless of whether or not the nested group originates in the “local” domain. Keep this in mind as you set up groups for UNIX users.
Using UID Name Spaces

When a user account in Active Directory is UNIX enabled (For information on UNIX enabling an account, see “Managing UNIX User Accounts” on page 49), a suggested value for the user's UID appears in the User ID (uid) field on the UNIX Account Properties dialog. This information is provided by the Users and Computers snapin. The suggestion is based on the highest previously-assigned UID in the same organizational unit, incremented by one.

As long as you are using one Active Directory server in your Active Directory forest and as long as you always accept the suggested UID values there should be no risk of ID conflicts. However, when you are using more than one Active Directory server in your forest you need to be a bit more careful about conflicting UIDs. If suggested UID values are accepted on two or more Active Directory servers in a single forest, it is highly likely that new UID assignments will conflict almost from the beginning.

In the world of UNIX, system administrators who face these types of scenarios deal with the problem by splitting up their allocations of UIDs into smaller ranges or name spaces, each of which is assigned to a specific organizational unit of the network. For example, an administrator might assign UID name space 1000-2000 to the accounting organizational unit, 2001-3000 to the engineering organizational unit, and 3001-4000 to the sales organizational unit.

To achieve similar name space functionality for user accounts in Active Directory, set the UID for the first user in the organizational unit to equal the first, lowest available value of that name space. For example, using the UID name space example listed earlier, the administrator would set up the first user account from the sales organizational unit with UID 3001, the first user account from the engineering organizational unit with UID 2001, and the first user account from the accounting organizational unit with UID 1001.

From that point forward, each new user in each organizational unit will receive a suggested UID that is one higher than the UID for the previously entered user account. Continuing with the examples listed earlier, the second sales user account would get UID 3002, the second engineering user account would get UID 2002, and the second accounting user account would get UID 1002.
There is no hard, fast rule for splitting up UIDs into name spaces. There are 65,535 UIDs available on a typical UNIX machine (This number might be different on the platform you are using. Be sure to check your system documentation.) so name spaces can be split into much larger chunks if necessary.

Note that the UID values that the Users and Computers snapin offers are just suggestions. There is nothing stopping an administrator from assigning a different number to a new user account. However, accepting the suggested UID values is recommended.

Migration from UNIX Kerberos to SCO Authentication

SCO Authentication provides the same Active Directory Kerberos inter-operability as UNIX Kerberos without the complexity that goes along with it. Setting up Kerberos inter-operation with Active Directory is as simple as installing SCO Authentication on a UNIX computer and joining the computer to the Active Directory realm.

SCO Authentication in Place of Straight Kerberos

Because SCO Authentication utilizes Kerberos v.5 and because its configuration and keytab files (/etc/opt/vas/vas.conf and /etc/opt/vas/host.keytab, respectively) mirror the structure and functionality of those used by Kerberos v.5, migrating Kerberos functionality to SCO Authentication is very simple.

Assuming SCO Authentication is already installed, complete the following:

1. If necessary, move the existing /etc/krb5.conf file out of the way.

2. Create a symbolic link pointing from /etc/krb5.conf to /etc/opt/vas/vas.conf as follows:
ln -s /etc/opt/vas/vas.conf /etc/krb5.conf

3. Store the SCO Authentication realm information in vas.conf.

Because SCO Authentication utilizes DNS SRV records by default, your /etc/opt/vas/vas.conf file does not contain any realm configurations after installing SCO Authentication. When using SCO Authentication for straight Kerberos inter-operation you must store the realm configuration SCO Authentication knows about in the vas.conf.

To do so, run the following command:

/opt/vas/bin/vastool realms cache tovas

**Note:** If Active Directory servers are created or removed from your network and the DNS SRV records change, you might need run this command again.

With that done, UNIX-enabled user accounts in Active Directory will be able to authenticate to the UNIX machine through Kerberos v.5. This applies not only to shell logins but also to Kerberos v.5 enabled applications.

**Group Migration**

If there are groups on the UNIX system that you would like to migrate to Active Directory, SCO Authentication provides a simple UNIX group migration procedure:

1. Create a file containing all of the group information that needs to be migrated.
2. Load the groups from the group file into Active Directory.

The group file is a file that closely resembles /etc/group on the UNIX system. The format of each colon-delimited line follows that of /etc/group:

Group:x:GID:Member1,Member2,

The second field - which might contain a group password - is ignored. The last field can optionally contain a comma-delimited list of users who are members of the group. If you choose to load a group that utilizes this last field, the user accounts that you specify must already exist in Active Directory before loading the group. For details on loading
users from UNIX into Active Directory, see “User Migration” on page 83.

An edited copy of the UNIX machine's /etc/group file provides a suitable group file as long as the following conditions are met:

- Do not try to load any named groups that already exist in Active Directory. Active Directory group names are not case-sensitive, so trying to load a group named cvsusrs from UNIX into Active Directory fails if Active Directory already has a group named CVSusrs, CVSUSRS, cvsusrs, or CvsUsrs.

- Do not try to load service groups like "ftp" or "mail". Leave them on the UNIX machine.

- Do not duplicate GID values in the group file that are already used with other UNIX groups in Active Directory. Adjust the GID values as necessary in either Active Directory or the group file so there are no conflicts.
When you are ready to load the UNIX groups from the group file into Active Directory, use `vastool load`:

```
vastool -u admin -f group_file groups
```

Where:

- `admin` is the name of a user with Domain Admin privileges in Active Directory.
- `group_file` is the name of the file containing the UNIX group data you want to load.

Optionally, you can specify a specific container on the `vastool load` command line using the `-c` parameter:

```
vastool -u admin -f group_file -c container groups
```

Where `container` is the distinguished name (DN) of the container. For example, `OU=dev,DC=example,DC=com`.

## User Migration

If there are user accounts on the UNIX system that you would like to migrate to Active Directory, SCO Authentication provides a simple UNIX user migration procedure:

1. Create a file containing all of the account information that needs to be migrated.
   
2. Load the users from the user file into Active Directory.

The user file is a file that closely resembles `/etc/passwd` on the UNIX system. The format of each colon-delimited line follows that of `/etc/passwd`:

```
Login:x:UID:GID:Comment:Home_directory:Login_shell
```

The second field - which usually contains a password - is ignored. For explanations of what these fields should contain see, “Using the Users and Computers Snapin” on page 56.

An edited copy of the UNIX machine's `/etc/passwd` file provides a suitable user file as
long as the following conditions are met:

- Do not try to load any accounts that already exist in Active Directory. Active Directory user names are not case-sensitive, so trying to load a user named wynn from UNIX into Active Directory fails if Active Directory already has an account named Wynn, WYNN, wynn, or WynN.

- Do not try to load service users like “ftp” or “mail”. Leave them on the UNIX machine.

- Do not duplicate UID or GID values in the user file that are already used with other UNIX users and groups in Active Directory. Adjust the UID and GID values as necessary in either Active Directory or the user file so there are no conflicts.

As previously mentioned, the second field of each line in the user file - the one that contains a password in /etc/passwd - is ignored. This means that UNIX passwords does not migrate to Active Directory. Because of this, you must assign a default password when loading users into Active Directory using SCO Authentication.

When you are ready to load the UNIX users from the user file into Active Directory, use vastool load:

vastool -u admin -f user_file -p password users

Where:

admin is the name of a user with Domain Admin privileges in Active Directory.

user_file is the name of the file containing the UNIX user data you want to load.

password is the default password assigned to all of the migrated UNIX user accounts.
Optionally, you can force the migrated UNIX users to change their passwords the next time they log in by passing the `-x` parameter on the `vastool load` command line, and you can specify a specific container on the using the `-c` parameter:

```
vastool -u admin -f user_file -c container -x users
```

Where `container` is the distinguished name (DN) of the container. For example, `OU=dev,DC=example,DC=com`. 
7 NIS Migration

The Network Information System (NIS) is a mechanism that is used to distribute information throughout a network such as user accounts, network addresses, and configuration files. Processes normally access this information using internal interfaces in the operating systems’s system libraries, or else they use the *ypcat* program to print out the NIS information.

NIS information is stored in a NIS Map. A NIS map is data that represents a configuration file like `/etc/hosts`. SCO Authentication allows for these NIS maps to be stored in Active Directory so that they then can be distributed using the *vascd* daemon and the *vastool ypcat* command.

Because the NIS Maps must be imported into Active Directory, the **vastool nis-import** command creates NIS Map objects in Active Directory. For example, to create a hosts map, first edit a file to contain the information formatted in the same way that `/etc/hosts` is formatted. Then run the command:

```bash
$ vastool nis-import -f /tmp/eng-hosts.txt hosts
```

The new NIS Map is created in the default Computers organizational unit (OU). This is important since the *vascd* running on a given computer only searches the OU that the computer is in for NIS Maps. This is valuable in that it gives you a way to emulate NIS domains, which allow you to have different name spaces for the NIS Maps.

The **vastool nis-import** command also accepts a `-c container` option to store the NIS Map in any Active Directory Container. This allows you to arrange different groups’ computers. This makes it possible to distribute different maps of the same name to different containers of computers.
To access the NIS map contents, you can use the vastool ypcat command, or the /opt/vas/bin/ypcat script. The ypcat script is simply a wrapper script that calls the vastool ypcat command. This allows the administrator to symlink the SCO Authentication ypcat script into the standard location for ypcat to allow existing applications to use the new ypcat without modifications.

The vastool ypcat command works by sending an IPC request to vased, which then uses Kerberos/LDAP to download the map contents. Then vastool parses the map contents and prints the map information to the local console (stdout).

It is important to note that this NIS Map support does not use the NIS network protocol in any way. The NIS Map information is still transmitted using the secure Kerberos and LDAP communication that vased uses to get all of its information. Using vased also allows NIS Map information to be cached.

An example of accessing the hosts map out of Active Directory is:

$ vastool ypcat -k hosts

The vastool ypcat command supports the same -k and -x options as ypcat. These can be used to look at the NIS Map keys and view the Map nickname translation table.

Currently SCO Authentication supports the following maps:

passwd

group

hosts
ethers

aliases

auto.master

auto.home

services
protocols

rpc

netgroup

You can not import passwd or group maps. This should be done using the `vastool load` command instead. Any map starting with “auto.” will be parsed as an “autofs” map.

In order to view maps such as `hosts.byname`, run:

```bash
$ vastool ypcat -k hosts.byname
```
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ftp (1)
NAME
ftp
ARPANET file transfer program
SYNOPSIS
Description
ftp is the user interface to the ARPANET standard File Transfer Protocol. The program allows a user to transfer files to and from a remote network site.

Modifications has been made so that it almost follows the ftpsec Internet draft.

Options may be specified at the command line, or to the command interpreter.
- t Enables packet tracing.
- v Verbose option forces ftp to show all responses from the remote server, as well as report on data transfer statistics.
- n Restrains ftp from attempting “auto-login” upon initial connection. If auto-login is enabled, ftp will check the .netrc (see
below) file in the user's home directory for an entry describing an account on the remote machine. If no entry exists, ftp will prompt for the remote machine login name (default is the user identity on the local machine), and, if necessary, prompt for a password and an account with which to login.

\[\text{-i}\] Turns off interactive prompting during multiple file transfers.

\[\text{-p}\] Turn on passive mode.

\[\text{-d}\] Enables debugging.

\[\text{-g}\] Disables file name globbing.

\[\text{-l}\] Disables command line editing.

The client host with which ftp is to communicate may be specified on the command line. If this is done, ftp will immediately attempt to establish a connection to an FTP server on that host; otherwise, ftp will enter its command interpreter and await instructions from the user. When ftp is awaiting commands from the user the prompt 'ftp>' is provided to the user. The following commands are recognized by ftp:

\[! \text{ [command [args]]}\]

Invoke an interactive shell on the local machine. If there are arguments, the first is taken to be a command to execute directly, with the rest of the arguments as its arguments.

\[\$ \text{ macro-name [args]}\]

Execute the macro macro-name that was defined with the macdef command. Arguments are passed to the macro unglobbed.

\[\text{account [passwd]}\]

Supply a supplemental password required by a remote system for access to resources once a login has been successfully com-
pleted. If no argument is included, the user will be prompted for an account password in a non-echoing input mode.

append local-file [remote-file]

Append a local file to a file on the remote machine. If remote-file is left unspecified, the local file name is used in naming the remote file after being altered by any ntrans or nmap setting. File transfer uses the current settings for type, format, mode, and structure.

ascii

Set the file transfer type to network ASCII. This is the default type.

bell

Arrange that a bell be sounded after each file transfer command is completed.

binary

Set the file transfer type to support binary image transfer.

bye

Terminate the FTP session with the remote server and exit ftp. An end of file will also terminate the session and exit.

case

Toggle remote computer file name case mapping during mget commands. When case is on (default is off), remote computer file names with all letters in upper case are written in the local directory with the letters mapped to lower case.

cd remote-directory

Change the working directory on the remote machine to remote-directory.

cdup

Change the remote machine working directory to the parent of the current remote machine working directory.

chmod mode file-name

Change the permission modes of the file file-name on the remote system to mode.
**close**

Terminate the FTP session with the remote server, and return to the command interpreter. Any defined macros are erased.

**cr**

Toggle carriage return stripping during ascii type file retrieval. Records are denoted by a carriage return/linefeed sequence during ascii type file transfer. When cr is on (the default), carriage returns are stripped from this sequence to conform with the UNIX single linefeed record delimiter. Records on non-UNIX remote systems may contain single linefeeds; when an ascii type transfer is made, these linefeeds may be distinguished from a record delimiter only when cr is off.

**delete remote-file**

Delete the file *remote-file* on the remote machine.

**debug [debug-value]**

Toggle debugging mode. If an optional *debug-value* is specified it is used to set the debugging level. When debugging is on, ftp prints each command sent to the remote machine, preceded by the string '->'

**dir [remote-directory] [local-file]**

Print a listing of the directory contents in the directory, *remote-directory*, and, optionally, placing the output in *local-file*. If interactive prompting is on, ftp will prompt the user to verify that the last argument is indeed the target local file for receiving dir output. If no directory is specified, the current working directory on the remote machine is used. If no local file is specified, or *local-file* is -, output comes to the terminal.

**disconnect**

A synonym for *close*.

**form format**

Set the file transfer form to format. The default format is "file".
get remote-file [local-file]

Retrieve the remote-file and store it on the local machine. If the local file name is not specified, it is given the same name it has on the remote machine, subject to alteration by the current case, ntrans, and nmap settings. The current settings for type, form, mode, and structure are used while transferring the file.

glob

Toggle filename expansion for mdelete, mget and mput. If globbing is turned off with glob, the file name arguments are taken literally and not expanded. Globbing for mput is done as in csh(1). For mdelete and mget, each remote file name is expanded separately on the remote machine and the lists are not merged. Expansion of a directory name is likely to be different from expansion of the name of an ordinary file: the exact result depends on the foreign operating system and ftp server, and can be previewed by doing 'mls remote-files -'. As a security measure, remotely globbed files that starts with '/' or contains '../', will not be automatically received. If you have interactive prompting turned off, these filenames will be ignored. Note: mget and mput are not meant to transfer entire directory subtrees of files. That can be done by transferring a tar(1) archive of the subtree (in binary mode).

hash

Toggle hash-sign ('#') printing for each data block transferred. The size of a data block is 1024 bytes.

help [command]

Print an informative message about the meaning of command. If no argument is given, ftp prints a list of the known commands.

idle [seconds]

Set the inactivity timer on the remote server to seconds seconds. If seconds is omitted, the current inactivity timer is printed.
lcd [directory]

Change the working directory on the local machine. If no directory is specified, the user's home directory is used.

ls [remote-directory] [local-file]

Print a listing of the contents of a directory on the remote machine. The listing includes any system-dependent information that the server chooses to include; for example, most UNIX systems will produce output from the command 'ls -l'. (See also nlist.) If remote-directory is left unspecified, the current working directory is used. If interactive prompting is on, ftp will prompt the user to verify that the last argument is indeed the target local file for receiving ls output. If no local file is specified, or if local-file is '-', the output is sent to the terminal.

macdef macroname

Define a macro. Subsequent lines are stored as the macro macroname; a null line (consecutive newline characters in a file or carriage returns from the terminal) terminates macro input mode. There is a limit of 16 macros and 4096 total characters in all defined macros. Macros remain defined until a close command is executed. The macro processor interprets '$' and '\' as special characters. A '$' followed by a number (or numbers) is replaced by the corresponding argument on the macro invocation command line. A '$i' followed by an 'i' signals that macro processor that the executing macro is to be looped. On the first pass '$i' is replaced by the first argument on the macro invocation command line, on the second pass it is replaced by the second argument, and so on. A '\' followed by any character is replaced by that character. Use the '\' to prevent special treatment of the '$'.

mdelete [remote-files]

Delete the remote-files on the remote machine.
mdir remote-files local-file

Like `dir`, except multiple remote files may be specified. If interactive prompting is on, `ftp` will prompt the user to verify that the last argument is indeed the target local file for receiving mdir output.

mget remote-files

Expand the `remote-files` on the remote machine and do a `get` for each file name thus produced. See `glob` for details on the filename expansion. Resulting file names will then be processed according to `case`, `ntrans`, and `nmap` settings. Files are transferred into the local working directory, which can be changed with `lcd directory`; new local directories can be created with `! mkdir directory`.

mkdir directory-name

Make a directory on the remote machine.

mls remote-files local-file

Like `nlist`, except multiple remote files may be specified, and the `local-file` must be specified. If interactive prompting is on, `ftp` will prompt the user to verify that the last argument is indeed the target local file for receiving mls output.

mode [mode-name]

Set the file transfer mode to `mode-name`. The default mode is "stream" mode.

modtime file-name

Show the last modification time of the file on the remote machine.
mput local-files

Expand wild cards in the list of local files given as arguments and do a put for each file in the resulting list. See glob for details of filename expansion. Resulting file names will then be processed according to ntrans and nmap settings.

newer file-name

Get the file only if the modification time of the remote file is more recent that the file on the current system. If the file does not exist on the current system, the remote file is considered newer. Otherwise, this command is identical to get.

nlist [remote-directory] [local-file]

Print a list of the files in a directory on the remote machine. If remote-directory is left unspecified, the current working directory is used. If interactive prompting is on, ftp will prompt the user to verify that the last argument is indeed the target local file for receiving nlist output. If no local file is specified, or if local-file is -, the output is sent to the terminal.

nmap [inpattern outpattern]

Set or unset the filename mapping mechanism. If no arguments are specified, the filename mapping mechanism is unset. If arguments are specified, remote filenames are mapped during mput commands and put commands issued without a specified remote target filename. If arguments are specified, local filenames are mapped during mget commands and get commands issued without a specified local target filename. This command is useful when connecting to a non-UNIX remote computer with different file naming conventions or practices. The mapping follows the pattern set by inpattern and outpattern. [Inpattern] is a template for incoming filenames (which may have already been processed according to the ntrans and case settings). Variable templating is accomplished by including the sequences '$1', '$2', ..., '$9' in...
inpattern. Use '\' to prevent this special treatment of the '$' character. All other characters are treated literally, and are used to determine the nmap [inpattern] variable values. For example, given inpattern $1.$2 and the remote file name "mydata.data", $1 would have the value "mydata", and $2 would have the value "data". The outpattern determines the resulting mapped file-name. The sequences '$1', '$2', ..., '$9' are replaced by any value resulting from the inpattern template. The sequence '$0' is replace by the original filename. Additionally, the sequence '[seq1, seq2]' is replaced by [seq1] if seq1 is not a null string; otherwise it is replaced by seq2. For example, the command

nmap $1.$2.$3 [$$1,$$2].[$$2, file]

would yield the output filename "myfile.data" for input filenames "myfile.data" and "myfile.data.old", "myfile.file" for the input filename "myfile", and "myfile.myfile" for the input file-name ".myfile". Spaces may be included in outpattern, as in the example: 'nmap $1 sed "s/ *$/" > $1'. Use the '\' character to prevent special treatment of the '$', '[', ']', and ',' characters.

ntrans [inchars [outchars]]

Set or unset the filename character translation mechanism. If no arguments are specified, the filename character translation mechanism is unset. If arguments are specified, characters in remote filenames are translated during mput commands and put commands issued without a specified remote target filename. If arguments are specified, characters in local filenames are translated during mget commands and get commands issued without a specified local target filename. This command is useful when connecting to a non-UNIX remote computer with different file naming conventions or practices. Characters in a filename matching a character in inchars are replaced with the corresponding character in outchars. If the character's position in inchars is longer than the length of outchars, the character is deleted from the file name.
open host [port]

Establish a connection to the specified host FTP server. An optional port number may be supplied, in which case, ftp will attempt to contact an FTP server at that port. If the auto-login option is on (default), ftp will also attempt to automatically log the user in to the FTP server (see below).

passive

Toggle passive mode. If passive mode is turned on (default is off), the ftp client will send a PASV command for all data connections instead of the usual PORT command. The PASV command requests that the remote server open a port for the data connection and return the address of that port. The remote server listens on that port and the client connects to it. When using the more traditional PORT command, the client listens on a port and sends that address to the remote server, who connects back to it. Passive mode is useful when using ftp through a gateway router or host that controls the directionality of traffic. (Note that though ftp servers are required to support the PASV command by RFC 1123, some do not.)

prompt

Toggle interactive prompting. Interactive prompting occurs during multiple file transfers to allow the user to selectively retrieve or store files. If prompting is turned off (default is on), any mget or mput will transfer all files, and any mdelete will delete all files.

proxy ftp-command

Execute an ftp command on a secondary control connection. This command allows simultaneous connection to two remote ftp servers for transferring files between the two servers. The first proxy command should be an open, to establish the secondary control connection. Enter the command "proxy ?" to see other ftp commands executable on the secondary connection. The following commands behave differently when prefaced by proxy: open will not define new macros during the auto-login process, close will not erase existing macro definitions, get and mget transfer
files from the host on the primary control connection to the host on the secondary control connection, and put, mput, and append transfer files from the host on the secondary control connection to the host on the primary control connection. Third party file transfers depend upon support of the ftp protocol PASV command by the server on the secondary control connection.

```
put local-file [remote-file]
```

Store a local file on the remote machine. If `remote-file` is left unspecified, the local file name is used after processing according to any ntrans or nmap settings in naming the remote file. File transfer uses the current settings for type, format, mode, and structure.

```
pwd
```

Print the name of the current working directory on the remote machine.

```
quit
```

A synonym for bye.

```
quote arg1 arg2 ...
```

The arguments specified are sent, verbatim, to the remote FTP server.

```
recv remote-file [local-file]
```

A synonym for get.

```
reget remote-file [local-file]
```

Reget acts like get, except that if `local-file` exists and is smaller than `remote-file`, `local-file` is presumed to be a partially transferred copy of `remote-file` and the transfer is continued from the apparent point of failure. This command is useful when transferring very large files over networks that are prone to dropping connections.
remotehelp [command-name]

Request help from the remote FTP server. If a command-name is specified it is supplied to the server as well.

remotestatus [file-name]

With no arguments, show status of remote machine. If file-name is specified, show status of file-name on remote machine.

rename [from] [to]

Rename the file from on the remote machine, to the file to.

reset

Clear reply queue. This command re-synchronizes command/reply sequencing with the remote ftp server. Resynchronization may be necessary following a violation of the ftp protocol by the remote server.

restart marker

Restart the immediately following get or put at the indicated marker. On UNIX systems, marker is usually a byte offset into the file.

rmdir directory-name

Delete a directory on the remote machine.

runique

Toggle storing of files on the local system with unique filenames. If a file already exists with a name equal to the target local filename for a get or mget command, a ".1" is appended to the name. If the resulting name matches another existing file, a ".2" is appended to the original name. If this process continues up to ".99", an error message is printed, and the transfer does not take place. The generated unique filename will be reported. Note that runique will not affect local files generated from a shell command (see below). The default value is off.
send local-file [remote-file]

A synonym for put.

sendport

Toggle the use of PORT commands. By default, ftp will attempt to use a PORT command when establishing a connection for each data transfer. The use of PORT commands can prevent delays when performing multiple file transfers. If the PORT command fails, ftp will use the default data port. When the use of PORT commands is disabled, no attempt will be made to use PORT commands for each data transfer. This is useful for certain FTP implementations which do ignore PORT commands but, incorrectly, indicate they've been accepted.

site arg1 arg2 ...

The arguments specified are sent, verbatim, to the remote FTP server as a SITE command.

size file-name

Return size of file-name on remote machine.

status

Show the current status of ftp.

struct [struct-name]

Set the file transfer structure to struct-name. By default "stream" structure is used.

sunique

Toggle storing of files on remote machine under unique file names. Remote ftp server must support ftp protocol STOU command for successful completion. The remote server will report unique name. Default value is off.

system

Show the type of operating system running on the remote machine.
tenex  Set the file transfer type to that needed to talk to TENEX machines.

trace  Toggle packet tracing.

type [type-name]  Set the file transfer type to type-name. If no type is specified, the current type is printed. The default type is network ASCII.

umask [newmask]  Set the default umask on the remote server to newmask. If newmask is omitted, the current umask is printed.

user user-name [password] [account]  Identify yourself to the remote FTP server. If the password is not specified and the server requires it, ftp will prompt the user for it (after disabling local echo). If an account field is not specified, and the FTP server requires it, the user will be prompted for it. If an account field is specified, an account command will be relayed to the remote server after the login sequence is completed if the remote server did not require it for logging in. Unless ftp is invoked with "auto-login" disabled, this process is done automatically on initial connection to the FTP server.

verbose  Toggle verbose mode. In verbose mode, all responses from the FTP server are displayed to the user. In addition, if verbose is on, when a file transfer completes, statistics regarding the efficiency of the transfer are reported. By default, verbose is on.


The following commands can be used with ftpsec-aware servers.

prot clear | safe | confidential | private  Set the data protection level to the requested level.
The following command can be used with ftp servers that has implemented the KAUTH site command.

```
kauth [principal]
```

Obtain remote tickets.

Command arguments which have embedded spaces may be quoted with quote """" marks.

**ABORTING A FILE TRANSFER**

To abort a file transfer, use the terminal interrupt key (usually Ctrl-C). Sending transfers will be immediately halted. Receiving transfers will be halted by sending a ftp protocol ABOR command to the remote server, and discarding any further data received. The speed at which this is accomplished depends upon the remote server's support for ABOR processing. If the remote server does not support the ABOR command, an 'ftp> ' prompt will not appear until the remote server has completed sending the requested file.

The terminal interrupt key sequence will be ignored when ftp has completed any local processing and is awaiting a reply from the remote server. A long delay in this mode may result from the ABOR processing described above, or from unexpected behavior by the remote server, including violations of the ftp protocol. If the delay results from unexpected remote server behavior, the local ftp program must be killed by hand.

**FILE NAMING CONVENTIONS**

Files specified as arguments to ftp commands are processed according to the following rules.

1. If the file name '-' is specified, the stdin (for reading) or stdout (for writing) is used.

2. If the first character of the file name is '|', the remainder of the argument is interpreted as a shell command. Ftp then forks a shell, using popen(3) with the argument supplied, and reads (writes) from the stdout (stdin). If the shell command includes spaces, the argument must be quoted; e.g. """" ls -lt"""". A particularly useful example of this mechanism is: "dir more"."
3. Failing the above checks, if "globbing" is enabled, local file names are expanded according to the rules used in the csh(1); c.f. the glob command. If the ftp command expects a single local file (e.g. put), only the first filename generated by the "globbing" operation is used.

4. For mget commands and get commands with unspecified local file names, the local filename is the remote filename, which may be altered by a case, ntrans, or nmap setting. The resulting filename may then be altered if runique is on.

5. For mput commands and put commands with unspecified remote file names, the remote filename is the local filename, which may be altered by a ntrans or nmap setting. The resulting filename may then be altered by the remote server if sunique is on.

FILE TRANSFER PARAMETERS

The FTP specification specifies many parameters which may affect a file transfer. The type may be one of "ascii", "image" (binary), "ebcdic", and "local byte size" (for PDP-10's and PDP-20's mostly). Ftp supports the ascii and image types of file transfer, plus local byte size 8 for tenex mode transfers.

Ftp supports only the default values for the remaining file transfer parameters: mode, form, and struct.

THE .netrc FILE

The .netrc file contains login and initialization information used by the auto-login process. It resides in the user's home directory. The following tokens are recognized; they may be separated by spaces, tabs, or new-lines:

machine name  Identify a remote machine name. The auto-login process searches the .netrc file for a machine token that matches the remote machine specified on the ftp command line or as an open command argument. Once a match is made, the subsequent .netrc tokens are processed, stopping when the end of file is reached or another machine or a default token is encountered.
default  This is the same as machine name except that default matches any name. There can be only one default token, and it must be after all machine tokens. This is normally used as:

default login anonymous password user@site

thereby giving the user automatic anonymous ftp login to machines not specified in .netrc. This can be overridden by using the -n flag to disable auto-login.

login name  Identify a user on the remote machine. If this token is present, the auto-login process will initiate a login using the specified name.

password string  Supply a password. If this token is present, the auto-login process will supply the specified string if the remote server requires a password as part of the login process. Note that if this token is present in the .netrc file for any user other than anonymous, ftp will abort the auto-login process if the .netrc is readable by anyone besides the user.

account string  Supply an additional account password. If this token is present, the auto-login process will supply the specified string if the remote server requires an additional account password, or the auto login process will initiate an ACCT command if it does not.

macdef name  Define a macro. This token functions like the ftp macdef command functions. A macro is defined with the specified name; its contents begin with the next .netrc line and continue until a null line (consecutive new-line characters) is encountered.

ENVIRONMENT

Ftp utilizes the following environment variables.

HOME  For default location of a .netrc file, if one exists.
SHELL For default shell.

See Also

ftpd(8)

RFC 2228

History

The ftp command appeared in 4.2BSD.

Bugs

Correct execution of many commands depends upon proper behavior by the remote server.

An error in the treatment of carriage returns in the 4.2BSD ascii-mode transfer code has been corrected. This correction may result in incorrect transfers of binary files to and from 4.2BSD servers using the ascii type. Avoid this problem by using the binary image type.
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ftpd (8)

NAME

ftpd

Internet File Transfer Protocol server

SYNOPSIS

ftpd [-a authmode] [-dilvU] [-g umask]{port} [-T maxtime-
Description

Ftpd is the Internet File Transfer Protocol server process. The server uses the TCP protocol and listens at the port specified in the “ftp” service specification; see services(5).

Available options:

-a
Select the level of authentication required. Kerberised login can not be turned off. The default is to only allow kerberised login. Other possibilities can be turned on by giving a string of comma separated flags as argument to -a. Recognized flags are:

plain
Allow logging in with plaintext password. The password can be a(n) OTP or an ordinary password.

otp
Same as plain, but only OTP is allowed.

ftp
Allow anonymous login.

The following combination modes exists for backwards compatibility:

none
Same as plain, ftp.

safe
Same as ftp.

user
Ignored

-d
Debugging information is written to the syslog using LOG_FTP.

-g
Anonymous users will get a umask of umask.

-i
Open a socket and wait for a connection. This is mainly used for debugging when ftpd isn't started by inetd.

-l
Each successful and failed ftp(1) session is logged using syslog
with a facility of LOG_FTP. If this option is specified twice, the retrieve (get), store (put), append, delete, make directory, remove directory and rename operations and their filename arguments are also logged.

-p  Use port (a service name or number) instead of the default ftp/tcp.

-T  A client may also request a different timeout period; the maximum period allowed may be set to timeout seconds with the -T option. The default limit is 2 hours.

-t  The inactivity timeout period is set to timeout seconds (the default is 15 minutes).

-u  Set the initial umask to something else than the default 027.

-U  In previous versions of ftpd, when a passive mode client requested a data connection to the server, the server would use data ports in the range 1024..4999. Now, by default, if the system supports the IP_PORTRANGE socket option, the server will use data ports in the range 49152..65535. Specifying this option will revert to the old behavior.

-v  Verbose mode.

-B, --builtin-ls use built-in ls to list files

--good chars=string allowed anonymous upload filename chars

The file /etc/opt/vas/nologin can be used to disable ftp access. If the file exists, ftpd displays it and exits. If the file /etc/opt/vas/ftpwelcome exists, ftpd prints it before issuing the “ready” message. If the file /etc/opt/vas/motd exists, ftpd prints it after a successful login.

The ftp server currently supports the following ftp requests. The case of the requests is ignored.

Request Description
<table>
<thead>
<tr>
<th>Command</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>ABOR</td>
<td>abort previous command</td>
</tr>
<tr>
<td>ACCT</td>
<td>specify account (ignored)</td>
</tr>
<tr>
<td>ALLO</td>
<td>allocate storage (vacuously)</td>
</tr>
<tr>
<td>APPE</td>
<td>append to a file</td>
</tr>
<tr>
<td>CDUP</td>
<td>change to parent of current working directory</td>
</tr>
<tr>
<td>CWD</td>
<td>change working directory</td>
</tr>
<tr>
<td>DELE</td>
<td>delete a file</td>
</tr>
<tr>
<td>HELP</td>
<td>give help information</td>
</tr>
<tr>
<td>LIST</td>
<td>give list files in a directory (&quot;ls -lgA&quot;)</td>
</tr>
<tr>
<td>MKD</td>
<td>make a directory</td>
</tr>
<tr>
<td>MDTM</td>
<td>show last modification time of file</td>
</tr>
<tr>
<td>MODE</td>
<td>specify data transfer <em>mode</em></td>
</tr>
<tr>
<td>NLST</td>
<td>give name list of files in directory</td>
</tr>
<tr>
<td>NOOP</td>
<td>do nothing</td>
</tr>
<tr>
<td>PASS</td>
<td>specify password</td>
</tr>
<tr>
<td>PASV</td>
<td>prepare for server-to-server transfer</td>
</tr>
<tr>
<td>PORT</td>
<td>specify data connection port</td>
</tr>
<tr>
<td>PWD</td>
<td>print the current working directory</td>
</tr>
<tr>
<td>QUIT</td>
<td>terminate session</td>
</tr>
<tr>
<td>REST</td>
<td>restart incomplete transfer</td>
</tr>
<tr>
<td>Command</td>
<td>Description</td>
</tr>
<tr>
<td>---------</td>
<td>-------------</td>
</tr>
<tr>
<td>RETR</td>
<td>retrieve a file</td>
</tr>
<tr>
<td>RMD</td>
<td>remove a directory</td>
</tr>
<tr>
<td>RNFR</td>
<td>specify rename-from file name</td>
</tr>
<tr>
<td>RNTO</td>
<td>specify rename-to file name</td>
</tr>
<tr>
<td>SITE</td>
<td>non-standard commands (see next section)</td>
</tr>
<tr>
<td>SIZE</td>
<td>return size of file</td>
</tr>
<tr>
<td>STAT</td>
<td>return status of server</td>
</tr>
<tr>
<td>STOR</td>
<td>store a file</td>
</tr>
<tr>
<td>STOU</td>
<td>store a file with a unique name</td>
</tr>
<tr>
<td>STRU</td>
<td>specify data transfer <em>structure</em></td>
</tr>
<tr>
<td>SYST</td>
<td>show operating system type of server system</td>
</tr>
<tr>
<td>STRU</td>
<td>specify data transfer <em>type</em></td>
</tr>
<tr>
<td>USER</td>
<td>specify user name</td>
</tr>
<tr>
<td>XCUP</td>
<td>change to parent of current working directory (deprecated)</td>
</tr>
<tr>
<td>XCWD</td>
<td>change working directory (deprecated)</td>
</tr>
<tr>
<td>XMKD</td>
<td>make a directory (deprecated)</td>
</tr>
<tr>
<td>XPWD</td>
<td>print the current working directory (deprecated)</td>
</tr>
<tr>
<td>XRMD</td>
<td>remove a directory (deprecated)</td>
</tr>
</tbody>
</table>

The following commands are specified by RFC 2228.
AUTH authentication/security mechanism
ADAT authentication/security data
PROT data channel protection level
PBSZ protection buffer size
MIC integrity protected command
CONF confidentiality protected command
CCC clear command channel

The following non-standard or UNIX specific commands are supported by the SITE request.

UMASK change umask, (e.g. SITE UMASK 002)
IDLE set idle-timer, (e.g. SITE IDLE 60)
CHMOD change mode of a file (e.g. SITE CHMOD 755 filename)
FIND quickly find a specific file with GNU locate(1).
HELP give help information.

The following Kerberos related site commands are understood.

KAUTH obtain remote tickets.
KLIST show remote tickets

The remaining ftp requests specified in Internet RFC 959 are recognized, but not implemented. MDTM and SIZE are not specified in RFC 959, but will appear in the next updated FTP RFC.

The ftp server will abort an active file transfer only when the
ABOR command is preceded by a Telnet “Interrupt Process” (IP) signal and a Telnet “Synch” signal in the command Telnet stream, as described in Internet RFC 959. If a STAT command is received during a data transfer, preceded by a Telnet IP and Synch, transfer status will be returned.

Ftpd interprets file names according to the “globbing” conventions used by csh(1). This allows users to utilize the metacharacters "*?[]{}~".

Ftpd authenticates users according to these rules.

1. If Kerberos authentication is used, the user must pass valid tickets and the principal must be allowed to login as the remote user.

2. The login name must be in the password data base, and not have a null password (if kerberos is used the password field is not checked). In this case a password must be provided by the client before any file operations may be performed. If the user has an OTP key, the response from a successful USER command will include an OTP challenge. The client may choose to respond with a PASS command giving either a standard password or an OTP one-time password. The server will automatically determine which type of password it has been given and attempt to authenticate accordingly. See otp(1) for more information on OTP authentication.

3. The login name must not appear in the file /etc/opt/vas/ftpusers.

4. The user must have a standard shell
If the user name appears in the file `/etc/opt/vas/ftpchroot` the session's root will be changed to the user's login directory by `chroot(2)` as for an “anonymous” or “ftp” account (see next item). However, the user must still supply a password. This feature is intended as a compromise between a fully anonymous account and a fully privileged account. The account should also be set up as for an anonymous account.

If the user name is “anonymous” or “ftp”, an anonymous ftp account must be present in the password file (user “ftp”). In this case the user is allowed to log in by specifying any password (by convention an email address for the user should be used as the password).

In the last case, `ftpd` takes special measures to restrict the client's access privileges. The server performs a `chroot(2)` to the home directory of the “ftp” user. In order that system security is not breached, it is recommended that the “ftp” subtree be constructed with care, consider following these guidelines for anonymous ftp.

In general all files should be owned by “root”, and have non-write permissions (644 or 755 depending on the kind of file). No files should be owned or writable by “ftp” (possibly with exception for the `~ftp/incoming`, as specified below).

```
~ftp
  The “ftp” homedirectory should be owned by root.

~ftp/bin
  The directory for external programs (such
as ls(1)). These programs must either be statically linked, or you must setup an environment for dynamic linking when running chrooted. These programs will be used if present:

**ls**

Used when listing files.

**compress**

When retrieving a filename that ends in `.Z`, and that file isn't present, ftpe will try to find the filename without `.Z` and compress it on the fly.

**gzip**

Same as compress, just with files ending in `.gz`.

**gtar**

Enables retrieval of whole directories as files ending in `.tar`. Can also be combined with compression. You must use GNU Tar (or some other that supports the `-z` and `-Z` flags).

**locate**

Will enable "fast find" with the SITE FIND command. You must also create a `locatedb` file in `~ftp/etc`.

**~ftp/etc**

If you put copies of the passwd(5) and group(5) files here, ls will be able to produce owner names rather than numbers. Remember to remove any passwords from these files.

The file `motd`, if present, will be printed after a successful login.

**~ftp/dev**

Put a copy of `/dev/null(7)` here.

**~ftp/pub**

Traditional place to put whatever you want to make public.
If you want guests to be able to upload files, create a `~ftp/incoming` directory owned by "root", and group “ftp” with mode 730 (make sure “ftp” is member of group “ftp”). The following restrictions apply to anonymous users:

1. Directories created will have mode 700.
2. Uploaded files will be created with an umask of 777, if not changed with the -g option.
3. These command are not accessible: DELE, RMD, RNTO, RNFR, SITE UMASK, and SITE CHMOD.
4. Filenames must start with an alpha-numeric character, and consist of alpha-numeric characters or any of the following: + (plus), - (minus), = (equal), _ (underscore), . (period), and , (comma).

FILES

/etc/opt/vas/ftpusers Access list for users.
/etc/opt/vas/ftpchroot List of normal users who should be chroot'd.
/etc/ftpwelcome Welcome notice.
/etc/motd Welcome notice after login.
/etc/nologin Displayed and access refused.
~/.klogin Login access for Kerberos.

SEE ALSO

ftp(1) otp(1) getusershell(3) ftpusers(5) syslogd(8)

STANDARDS

RFC 959- FTP PROTOCOL SPECIFICATION

RFC 1938- OTP SPECIFICATION
RFC 2228- FTP Security Extensions

BUGS

The server must run as the super-user to create sockets with privileged port numbers. It maintains an effective user id of the logged in user, reverting to the super-user only when binding addresses to sockets. The possible security holes have been extensively scrutinized, but are possibly incomplete.

HISTORY

The ftpd command appeared in 4.2BSD.
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ftpusers (5)

NAME

ftpusers

FTP access list file

SYNOPSIS

ftpusers ftp users

DESCRIPTION

/etc/ftpusers contains a list of users that should be allowed or denied FTP access. Each line contains a user, optionally followed by 'allow' (anything but 'allow' is ignored). The semi-user '*' matches any user. Users that have an explicit 'allow', or that does not match any line, are allowed access. Anyone else is denied access.

Note that this is compatible with the old format, where this file contained a list of users
that should be denied access.

EXAMPLES

This will deny anyone but 'foo' and 'bar' to use FTP:

foo allow bar allow *

SEE ALSO

ftpd(8)
B  login(1) Man Page

Note: For the most update version of the man pages, check the product CD.

login (1)

NAME

login

authenticate a user and start new session

SYNOPSIS

login -fp {string} {hostname} {version} --help username
login

DESCRIPTION

The login program logs users into the system. It is intended to be run by system daemons like getty (8) or telnetd (8). If you are already logged in, but want to change to another user, you should use su (1).

A username can be given on the command line, else one will be prompted for.

A password is required to login, unless the f is given (indicating that the calling program has already done proper authentication). With f the user will be logged in without further questions.

For password authentication Kerberos 5, Kerberos 4 (if compiled in), OTP (if compiled in) and local passwords are supported. OTP will be used if the user is registered to use it, and login is given the option -a otp. When using OTP, a challenge is shown to the user.
Further options are:

- `-a` `string` Which authentication mode to use, the only supported value is currently “otp”.

- `-f` Indicates that the user is already authenticated. This happens, for instance, when login is started by telnetd, and the user has proved authentic via Kerberos.

- `-h` `hostname` Indicates which host the user is logging in from. This is passed from telnetd, and is entered into the login database.

- `-p` This tells `login` to preserve all environment variables. If not given, only the TERM and TZ variables are preserved. It could be a security risk to pass random variables to `login` or the user shell, so the calling daemon should make sure it only passes “safe” variables.

The process of logging user in proceeds as follows.

First a check is made that logins are allowed at all. This usually means checking `/etc/nologin`. If it exists, and the user trying to login is not root, the contents is printed, and then login exits.

Then various system parameters are set up, like changing the owner of the tty to the user, setting up signals, setting the group list, and user and group id. Also various machine specific tasks are performed.

Next `login` changes to the users home directory, or if that fails, to `/`. The environment is setup, by adding some required variables (such as PATH), and also authentication related ones (such as KRB5CCNAME). If an environment file exists (`/etc/environment`), variables are set according to it.

If one or more login message files are configured, their contents is printed to the terminal.

If a login time command is configured, it is executed. A logout time command can also
be configured, which makes login fork, and wait for the user shell to exit, and then run the command. This can be used to clean up user credentials.

Finally, the user's shell is executed. If the user logging in is root, and root's login shell does not exist, a default shell (usually /bin/sh) is also tried before giving up.

ENVIRONMENT

These environment variables are set by login (not including ones set by /etc/environment):

- **PATH** the default system path
- **HOME** the user’s home directory (or possibly /)
- **USER, LOGNAME** both set to the username
- **SHELL** the user’s shell
- **TERM, TZ** set to whatever is passed to login
- **KRB5CCNAME** if the password is verified via Kerberos 5, this will point to the credentials cache file
- **KRBTKFILE** if the password is verified via Kerberos 4, this will point to the ticket file

FILES

/etc/environment Contains a set of environment variables that should be set in addition to the ones above. It should contain sh-style assignments like “VARIABLE=value”. Note that they are not parsed the way a shell would. No variable expansion is performed, and all strings are literal, and quotation marks should not be used. Everything after a hash mark is considered a comment. The following are all different (the last will set the variable BAR, not FOO).

```
FOO="this is a string"
BAR= FOO='this is a string'
```
This is a termcap style configuration file, that contains various settings used by `login`. Currently only the “default” capability record is used. The possible capability strings include:

- **environment**
  
  This is a comma separated list of environment files that are read in the order specified. If this is missing the default `/etc/environment` is used.

- **login_program**
  
  This program will be executed just before the user’s shell is started. It will be called without arguments.

- **logout_program**
  
  This program will be executed just after the user’s shell has terminated. It will be called without arguments. This program will be the parent process of the spawned shell.

- **motd**
  
  A comma separated list of text files that will be printed to the user’s terminal before starting the shell. The string `welcome` works similarly, but points to a single file.
/etc/nologin.conf If it exists, login is denied to all but root. The contents of this file is printed before login exits. Other login programs typically print all sorts of information by default, such as last time you logged in, if you have mail, and system message files. This version of login does not, so there is no reason for .hushlogin files or similar. We feel that these tasks are best left to the user’s shell, but the login_program facility allows for a shell independent solution, if that is desired.

EXAMPLES

A login.conf file could look like:

```plaintext
default:

:motd=/etc/motd,/etc/

motd.local:
```

NOTES

This version of login contains added functionality for use with SCO Authentication. By default the /login will create users' home directories, prevent Active Directory users from logging in if they have a UID conflict, do access control based on, and allow disconnected authentication. These behaviors can all be configurable through which supports the following options in the [login] section. Note that the [login] section does not exist by default.

realm_prompt This option can be set to 0 or 1, 0 being the default. When set to 1, the password prompt for users will contain their whole user principal name and look like: 'Password for john@hisrealm.com: '. Note that enabling this can be a security hole since it can reveal valid account names. To enable this, add the following to:

create_homedir This option can be set to 0 or 1, 1 being the default. When set to 1, a user's home directory will be created when they login. Setting this to 0 will disable that behavior and home directories will not be created.
no_disconnected

This option can be set to 0 or 1, 0 being the default. When set to 1, disconnected authentication will be disabled, and user passwords will not be cached.

no_uidconflict_check

This option can be set to 0 or 1, 0 being the default. When set to 1, the UID conflict check will not be performed when a user logs in, so if they do have a UID conflict with someone else, then they will still be able to login. Note that disabling the UID conflict check can create a security hole since users that share UID's will have access to each other's files.

no_access_check

This option can be set to 0 or 1, 0 being the default. When set to 1, login will not use the users.allow and users.deny files in to determine if users have shell access to the machine login is running on. For more information on how to use the users.allow and users.deny files, please see the pam_vas man page.

An example of what the [login] section should look like is:

[login] realm_prompt = 1 create_homedir = 0 no_disconnected = 1 no_uidconflict_check = 1 no_access_check = 1

Note that each of these settings can also be modified using the vastool configure vas.

SEE ALSO

su (1), login.access (5) getty (8) telnetd (8) vastool (1) pam_vas (5)

AUTHORS

This login program was written for the Heimdal Kerberos 5 implementation. The login.access code was written by Wietse Venema.

126 SCO Authentication Administration Guide
Note: For the most update version of the man pages, check the product CD.

pam_vas (5)

NAME

pam_vas

A PAM module for authenticating Active Directory users on Linux/UNIX computers via the Kerberos protocol.

SYNOPSIS

pam_vas <control-flags> /pam_vas.so [debug] [get_tgt] [service=servicename] [helper_timeout=seconds] [create_homedir] [no_access_check] [no_uidconflict_check] [no_disconnected] [realm_prompt] <control-flags> /pam_vas.so [debug] <control-flags> /pam_vas.so [debug] [helper_timeout=seconds] <control-flags> /pam_vas.so [debug]pam_vas

Description

pam_vas is the PAM component of the SCO Authentication client. When used in conjunction with the vascd daemon and the NSS module nss_vas, pam_vas enables Unix services to authenticate users whose credentials are stored in Active Directory—which acts as the Kerberos Key Distribution Center (KDC).

PAM enabled services are configured with four types of entries, auth, acct, password, and session. pam_vas can be used with all of these. The following is a list of each type of PAM configuration entry and what pam_vas can do for that type of PAM call:

auth

pam_vas will handle the authentication of a user name and password via the Kerberos protocol against Active Directory.

pam_vas can also create a user's home directory if it does not
exist, check for system UID conflicts, set up a user's Kerberos ticket cache, and check for computer access restrictions for the given user.

acct  pam_vas will check for user account restrictions set in Active Directory.

password  pam_vas will change a user's Active Directory password.

session  pam_vas will initialize a user's login session.

tool configure pam will configure the system's PAM configuration. Do not change the defaults created by vastool unless you really know what you are doing.

Control Flags

pam_vas has some special features which allow you to take advantage of the extended syntax for control flags in newer versions of PAM that are found in recent Linux distributions (this extended syntax is not supported in current versions of Solaris). pam_vas will ignore any calls for users that are not SCO Authentication users, i.e. system accounts. This allows you to use the following syntax:

[ignore=ignore success=done default=die]

"ignore=ignore" allows the PAM library to call other PAM modules in the stack if the username is not recognized by pam_vas as an Active Directory user. "success=done" instructs the PAM library to complete the authentication process if pam_vas is successful. "default=die" instruct the PAM library to error out if pam_vas returns an error condition. This control flag syntax is the default configuration on systems that support the /etc/pam.d/* PAM configuration. On platforms that use /etc/pam.conf, the "sufficient" control flag is used by default.

If the PAM library on your operating system (for example- Solaris 8 and 9), does not support this extended syntax, you will need to use the "sufficient" control flag. Unfortunately, this control flag will cause the PAM library to continue down the PAM stack when pam_vas fails which may result in multiple prompts to the user.
For example, if the PAM library does not support the extended control flag syntax, it is not possible to distinguish the difference between a local user login, and an Active Directory login with an incorrect password. The result is that if an Active Directory user mis-types their password, the PAM library will continue down the PAM stack and additionally allow the other PAM modules (such as pam_unix) to prompt the user for a password.

Note that PAM configuration file syntax can be quite complex, so make sure you know what you are doing before changing the default control flags that are configured by vastool.

**Auth Arguments**

These are the arguments that you can append on to the auth entries for pam_vas. By default, pam_vas auth entries are configured with the `get_tgt` and `create_homedir` arguments.

- **debug**
  Log debug messages to syslog. These will normally go to the secure system logs.

- **get_tgt**
  Obtains a Kerberos Ticket Granting Ticket (TGT) using the user's supplied credentials, and then uses that TGT to obtain a service ticket for the computer object in Active Directory. A Kerberos TGT is a ticket that is obtained with the user's password, and can then be used to obtain other tickets without having to reuse the user's password. In other words, the use of `get_tgt` saves the necessary TGT credentials for subsequent use of to kerberized "sign on" utilities.

  Removing `get_tgt` option will cause pam_vas to obtain a service ticket directly using the user's password, without obtaining the TGT. The ticket is not stored anywhere on the filesystem, and is destroyed when the PAM session is ended. This results in less network traffic and load on the KDC. It is therefore recommended that you remove the `get_tgt` option when using pam_vas with a service that does not establish interactive login sessions, such as a web server or an IMAP server.
service=\{service principal name\}

By default pam_vas will try to obtain a service ticket for your computer principal name. The computer principal name will be generated from the computer's hostname, or from the host_principal_override option in the [libdefaults] section. In the default case, the computer object for the local machine is the Service Principal used by pam_vas. The service allows the administrator to change the service name to be something other than the "host" principal. The service is an experimental option. Do not use it unless you know what you are doing.

helper_timeout=seconds

pam_vas uses an external program called pam_vas_helper to perform the Kerberos password change. There is a default timeout of 5 seconds, after which the external program will return. If using pam_vas in an environment where the network connection to the Active Directory KDC is very slow or when Active Directory contains a large number of users (+20000), then you can extend the timeout.

If the helper_timeout is too short then Active Directory users will be authenticated in disconnected mode against their cached password, which is stored as an SHA-1 hash.

create_homedir

Create the user's home directory if it does not exist. This will also copy the /etc/skel contents into the new home directory and setup the appropriate permissions.

no_access_check

Disables the workstation access control checks pam_vas performs. See the Computer Access Control section portion of his man page for more details.
no_uidconflict_check

Disables the UID conflict checking. UID checking will not allow any Active Directory user to login to the system if they have a UID conflict with another user. This does not affect local accounts. UID checking is performed for security reasons to prevent users from accidentally gaining access to files and resources they should not be able to.

UID checking is not performed for UID's under 1000. This allows administrators to setup accounts in Active Directory that could be used for root access.

no_disconnected

Disables disconnected authentication. Setting this option will also disable the caching of the user passwords hashes.

realm_prompt

Adds the user's realm name to the password prompt. Note that this is a potential security hole since it shows that a valid account name has been entered.

Acct Arguments

These are the arguments that can be append on to the acct entries for pam_vas. By default, pam_vas acct entries are not configured with any arguments.

debug

Log debug messages to syslog. These will normally go to the secure system logs.

Password Arguments

These are the arguments that can be append on to the password entries for pam_vas. By default, pam_vas password entries are not configured with any arguments.

debug

Log debug messages to syslog. These will normally go to the secure system logs.
helper_timeout=seconds

pam_vas uses an external program called pam_vas_helper to perform the Kerberos password change. There is a default timeout of 5 seconds, after which the external program will return. If using pam_vas in an environment where the network connection to the Active Directory KDC is very slow or when Active Directory contains a large number of users (+5000), then you can extend the timeout.

If the helper_timeout is too short then Active Directory users will authenticated in disconnected mode against previously recorded password hashes.

Session Arguments

These are the arguments that can be append on to the session entries for pam_vas. By default, pam_vas session entries are not configured with any arguments.

debug Log debug messages to syslog. These will normally go to the secure system logs.

Computer Access Control

It is possible to have fine grained control over which Active Directory users can login using pam_vas. This is especially useful when pam_vas is used on sensitive servers where shell access should only be granted to a few users. Note that computer access control functionality does not work with local user accounts, only with Active Directory user accounts.

By default, each time a user is successfully authenticated, pam_vas will check to see if access should be allowed by using information recorded in users.allow and user.deny.

Lines starting with '#' are comments. Valid entries are user principal names, groups, and realm names. User principal names will have the form of user@realm and realm names will have the form of @realm. Any entry that does not have the '@' character will be interpreted as a group name. A user will be granted access according to the following rules:

132 SCO Authentication Administration Guide
1. If the users.allow file contains the user's UPN.

2. If the users.allow file contains a group the user is a member of and the users.deny file does not contain the user's UPN.

3. If the users.allow file contains the realm of the user, and the users.deny file does not contain the user's UPN or a group the user belongs to.

4. If the users.allow file is empty or does not exist, and the users.deny file does not deny the user in anyway- explicitly, by the group, or by the realm.

5. If the users.allow file does not exist, and the users.deny file does not exist.

In all other cases, the user is denied access. Note that an empty users.allow file will be treated the same as if the users.allow file did not exist- the same applies to the users.deny file.

In all cases, the users.allow file takes precedence over the users.deny file. For example, if a user is group allowed but group denied, the user is granted access. Also, if a user is explicitly allowed, but explicitly denied by having the user's UPN in both files, then the user is granted access.

Note that in determining whether a given user is a member of a listed group, both the explicit group membership list of the given group and the user's primary group id are used. So if a user is not explicitly listed in a group's membership list, but a user's primary group ID is the same as the listed group's, then the user is considered a member of that group.

Disconnected Authentication

By default, pam_vas supports disconnected authentication. Each time a user successfully logs in against the Active Directory server, their password is stored as an SHA-1 hash in a secure cache file that is only readable by the root user. A timestamp is also stored with the hashed password, and cached passwords are good for 30 days.
This disconnected authentication allows services to continue to authenticate users if the network connection to the Active Directory server goes down, or if a laptop is used without plugging into the network. This behavior can be disabled by using the no_disconnected flag- in this case passwords will not be cached so no disconnected authentication can take place.

See Also

vastool (1), vascd (1)
Note: For the most update version of the man pages, check the product CD.

**telnet (1)**

telnet (1)

NAME
telnet

user interface to the TELNET protocol.

SYNOPSIS


Description

The `telnet` command is used to communicate with another host using the TELNET protocol. If `telnet` is invoked without the host argument, it enters command mode, indicated by its prompt (`telnet>`). In this mode, it accepts and executes the commands listed below. If it is invoked with arguments, it performs an open command with those arguments.

Options:

- **-8** Specifies an 8-bit data path. This causes an attempt to negotiate the TELNET BINARY option on both input and output.

- **-7** Do not try to negotiate TELNET BINARY option.
-E
  Stops any character from being recognized as an escape character.

-F
  If Kerberos V5 authentication is being used, the -F option allows the local credentials to be forwarded to the remote system, including any credentials that have already been forwarded into the local environment.

-K
  Specifies no automatic login to the remote system.

-L
  Specifies an 8-bit data path on output. This causes the BINARY option to be negotiated on output.

-S tos
  Sets the IP type-of-service (TOS) option for the telnet connection to the value tos, which can be a numeric TOS value or, on systems that support it, a symbolic TOS name found in the /etc/iptos file.

-X atype
  Disables the atype type of authentication.

-a
  Attempt automatic login. Currently, this sends the user name via the USER variable of the ENVIRON option if supported by the remote system. The name used is that of the current user as returned by getlogin(2) if it agrees with the current user ID, otherwise it is the name associated with the user ID.

-c
  Disables the reading of the user’s .telnetrc file. (See the toggle skiprc command on this man page.)

-d
  Sets the initial value of the debug toggle to TRUE

-e escape char
  Sets the initial telnet escape character to escape char. If escape char is omitted, then there will be no escape character.

-f
  If Kerberos V5 authentication is being used, the -f option allows the local credentials to be forwarded to the remote system.
**-k realm**  
If Kerberos authentication is being used, the `–k` option requests that telnet obtain tickets for the remote host in realm `realm` instead of the remote host's realm, as determined by `krb_realmofhost(3)`.

**-l user**  
When connecting to the remote system, if the remote system understands the ENVIRON option, then `user` will be sent to the remote system as the value for the variable USER. This option implies the `–a` option. This option may also be used with the open command.

**-n tracefile**  
Opens `tracefile` for recording trace information. See the set tracefile command below.

**-r**  
Specifies a user interface similar to rlogin(1). In this mode, the escape character is set to the tilde (~) character, unless modified by the `–e` option.

**-x**  
Turn on encryption of the data stream. When this option is turned on, will exit with an error if authentication cannot be negotiated or if encryption cannot be turned on.

**host**  
Indicates the official name, an alias, or the Internet address of a remote host.

**port**  
Indicates a port number (address of an application). If a number is not specified, the default telnet port is used.

When in rlogin mode, a line of the form `~.` disconnects from the remote host; `~` is the telnet escape character. Similarly, the line `~^Z` suspends the telnet session. The line `~^]` escapes to the normal telnet escape prompt.

Once a connection has been opened, telnet will attempt to enable the TELNET LINEMODE option. If this fails, then telnet will revert to one of two input modes: either “character at a time” or “old line by line” depending on what the remote system supports.
When LINEMODE is enabled, character processing is done on the local system, under
the control of the remote system. When input editing or character echoing is to be dis-
abled, the remote system will relay that information. The remote system will also relay
changes to any special characters that happen on the remote system, so that they can
take effect on the local system.

In “character at a time” mode, most text typed is immediately sent to the remote host for
processing.

In “old line by line” mode, all text is echoed locally, and (normally) only completed
lines are sent to the remote host. The “local echo character” (initially "^E") may be used
to turn off and on the local echo (this would mostly be used to enter passwords without
the password being echoed).

If the LINEMODE option is enabled, or if the localchars toggle is TRUE (the default
for “old line by line”; see below), the user's quit, intr, and flush characters are trapped
locally, and sent as TELNET protocol sequences to the remote side. If LINEMODE has
ever been enabled, then the user's susp and eof are also sent as TELNET protocol
sequences, and quit is sent as a TELNET ABORT instead of BREAK. There are options
(see toggle autoflush and toggle autosynch below) which cause this action to flush sub-
sequent output to the terminal (until the remote host acknowledges the TELNET
sequence) and flush previous terminal input (in the case of quit and intr).

While connected to a remote host, telnet command mode may be entered by typing the
telnet “escape character” (initially "^]”). When in command mode, the normal terminal
editing conventions are available.

The following telnet commands are available. Only enough of each command to
uniquely identify it need be typed (this is also true for arguments to the mode, set, tog-
gle, unset, slc, environ, and display commands).

auth argument ...  The auth command manipulates the information sent through
the TELNET AUTHENTICATE option. Valid arguments for the
auth command are as follows:

disable type  Disables the specified type of authentication. To obtain a list of
 available types, use the auth disable ? command.
enable type Enables the specified type of authentication. To obtain a list of available types, use the auth enable ? command.

status Lists the current status of the various types of authentication.

close Close a TELNET session and return to command mode.

display argument ... Displays all, or some, of the set and toggle values (see below).

encrypt argument ... The encrypt command manipulates the information sent through the TELNET ENCRYPT option.

Note: Because of export controls, the TELNET ENCRYPT option is not supported outside of the United States and Canada.

Valid arguments for the encrypt command are as follows:

disable type [input | output] Disables the specified type of encryption. If you omit the input and output, both input and output are disabled. To obtain a list of available types, use the encrypt disable ? command.

enable type [input | output] Enables the specified type of encryption. If you omit input and output, both input and output are enabled. To obtain a list of available types, use the encrypt enable ? command.

input This is the same as the encrypt start input command.

-input This is the same as the encrypt stop input command.
output This is the same as the encrypt start output command.

-start output This is the same as the encrypt stop output command.

start [input | output] Attempts to start encryption. If you omit input and output, both input and output are enabled. To obtain a list of available types, use the encrypt enable ? command.

status Lists the current status of encryption.

stop [input | output] Stops encryption. If you omit input and output, encryption is on both input and output.

type type Sets the default type of encryption to be used with later encrypt start or encrypt stop commands.

environ arguments ... The environ command is used to manipulate the variables that may be sent through the TELNET ENVIRON option. The initial set of variables is taken from the users environment, with only the DISPLAY and PRINTER variables being exported by default. The USER variable is also exported if the -a or -l options are used.

Valid arguments for the environ command are:

define variable value Define the variable variable to have a value of value. Any variables defined by this command are automatically exported. The value may be enclosed in single or double quotes so that tabs and spaces may be included.

undefine variable Remove variable from the list of environment variables.
export variable

Mark the variable variable to be exported to the remote side.

list

List the current set of environment variables. Those marked with a * will be sent automatically, other variables will only be sent if explicitly requested.

?

Prints out help information for the environ command.

logout

Sends the TELNET LOGOUT option to the remote side. This command is similar to a close command; however, if the remote side does not support the LOGOUT option, nothing happens. If, however, the remote side does support the LOGOUT option, this command should cause the remote side to close the TELNET connection. If the remote side also supports the concept of suspending a user's session for later reattachment, the logout argument indicates that you should terminate the session immediately.

mode type

Type is one of several options, depending on the state of the TELNET session. The remote host is asked for permission to go into the requested mode. If the remote host is capable of entering that mode, the requested mode will be entered.

character

Disable the TELNET LINEMODE option, or, if the remote side does not understand the LINEMODE option, then enter "character at a time" mode.

line

Enable the TELNET LINEMODE option, or, if the remote side does not understand the LINEMODE option, then attempt to enter "old-line-by-line" mode.

isig (-isig)

Attempt to enable (disable) the TRAPSIG mode of the LINEMODE option. This
edit (-edit) Attempt to enable (disable) the EDIT mode of the LINEMODE option. This requires that the LINEMODE option be enabled.

softtabs (-softtabs) Attempt to enable (disable) the SOFT_TAB mode of the LINEMODE option. This requires that the LINEMODE option be enabled.

litecho (-litecho) Attempt to enable (disable) the LIT_ECHO mode of the LINEMODE option. This requires that the LINEMODE option be enabled.

? Prints out help information for the mode command.

open host [-l user] Open a connection to the named host. If no port number is specified, telnet will attempt to contact a TELNET server at the default port. The host specification may be either a host name (see hosts(5)) or an Internet address specified in the “dot notation” (see inet(3)). The [-l] option may be used to specify the user name to be passed to the remote system via the ENVIRON option. When connecting to a non-standard port, telnet omits any automatic initiation of TELNET options. When the port number is preceded by a minus sign, the initial option negotiation is done. After establishing a connection, the file .telnetrc in the users home directory is opened. Lines beginning with a # are comment lines. Blank lines are ignored. Lines that begin without white space are the start of a machine entry. The first thing on the line is the name of the machine that is being connected to. The rest of the line, and successive lines that begin with white space are assumed to be telnet commands and are processed as if they had been typed in manually to the telnet command prompt.
quit  Close any open TELNET session and exit telnet. An end of file (in command mode) will also close a session and exit.

send arguments  Sends one or more special character sequences to the remote host. The following are the arguments which may be specified (more than one argument may be specified at a time):

- **abort**  Sends the TELNET ABORT (Abort processes) sequence.
- **ao**  Sends the TELNET AO (Abort Output) sequence, which should cause the remote system to flush all output from the remote system to the user's terminal.
- **ayt**  Sends the TELNET AYT (Are You There) sequence, to which the remote system may or may not choose to respond.
- **brk**  Sends the TELNET BRK (BReaK) sequence, which may have significance to the remote system.
- **ec**  Sends the TELNET EC (Erase Character) sequence, which should cause the remote system to erase the last character entered.
- **el**  Sends the TELNET EL (Erase Line) sequence, which should cause the remote system to erase the line currently being entered.
- **eof**  Sends the TELNET EOF (End Of File) sequence.
- **eor**  Sends the TELNET EOR (End Of Record) sequence.
- **escape**  Sends the current telnet escape character
ga
Sends the TELNET GA (Go Ahead) sequence, which likely has no significance to the remote system.

getstatus
If the remote side supports the TELNET STATUS command, getstatus will send the subnegotiation to request that the server send its current option status.

ip
Sends the TELNET IP (Interrupt Process) sequence, which should cause the remote system to abort the currently running process.

nop
Sends the TELNET NOP (No OPeration) sequence.

susp
Sends the TELNET SUSP (SUSPend process) sequence.

synch
Sends the TELNET SYNCH sequence. This sequence causes the remote system to discard all previously typed (but not yet read) input. This sequence is sent as TCP urgent data (and may not work if the remote system is a 4.2BSD system -- if it doesn’t work, a lower case "r" may be echoed on the terminal).

do cmd

dont cmd

will cmd

wont cmd
Sends the TELNET DO cmd sequence. Cmd can be either a decimal number
between 0 and 255, or a symbolic name for a specific TELNET command. Cmd can also be either help or ? to print out help information, including a list of known symbolic names.

?  Prints out help information for the send command.

set argument value
.unset argument value

The set command will set any one of a number of telnet variables to a specific value or to TRUE. The special value off turns off the function associated with the variable, this is equivalent to using the unset command. The unset command will disable or set to FALSE any of the specified functions. The values of variables may be interrogated with the display command. The variables which may be set or unset, but not toggled, are listed here. In addition, any of the variables for the toggle command may be explicitly set or unset using the set and unset commands.

ayt  If TELNET is in localchars mode, or LINEMODE is enabled, and the status character is typed, a TELNET AYT sequence (see send ayt preceding) is sent to the remote host. The initial value for the “Are You There” character is the terminal's status character.

echo  This is the value (initially "^E") which, when in "line by line" mode, toggles between doing local echoing of entered characters (for normal processing), and suppressing echoing of entered characters (for entering, say, a password).
eof  If telnet is operating in LINEMODE or “old line by line” mode, entering this character as the first character on a line will cause this character to be sent to the remote system. The initial value of the eof character is taken to be the terminal's eof character.

erase  If telnet is in localchars mode (see toggle localchars below), and if telnet is operating in “character at a time” mode, then when this character is typed, a TELNET EC sequence (see send ec above) is sent to the remote system. The initial value for the erase character is taken to be the terminal's erase character.

escape  This is the telnet escape character (initially "^[") which causes entry into telnet command mode (when connected to a remote system).

flushoutput  If telnet is in localchars mode (see toggle localchars below) and the flushoutput character is typed, a TELNET AO sequence (see send ao above) is sent to the remote host. The initial value for the flush character is taken to be the terminal's flush character.

forw1

forw2  If TELNET is operating in LINEMODE, these are the characters that, when typed, cause partial lines to be forwarded to the remote system. The initial value for the forwarding characters are taken from the terminal's eol and eol2 characters.
interrupt  If telnet is in localchars mode (see toggle localchars below) and the interrupt character is typed, a TELNET IP sequence (see send ip above) is sent to the remote host. The initial value for the interrupt character is taken to be the terminal's intr character.

kill  If telnet is in localchars mode (see toggle localchars below), and if telnet is operating in “character at a time” mode, then when this character is typed, a TELNET EL sequence (see send el above) is sent to the remote system. The initial value for the kill character is taken to be the terminal's kill character.

lnext  If telnet is operating in LINEMODE or “old line by line” mode, then this character is taken to be the terminal's lnext character. The initial value for the lnext character is taken to be the terminal's lnext character.

quit  If telnet is in localchars mode (see toggle localchars below) and the quit character is typed, a TELNET BRK sequence (see send brk above) is sent to the remote host. The initial value for the quit character is taken to be the terminal's quit character.

reprint  If telnet is operating in LINEMODE or “old line by line” mode, then this character is taken to be the terminal's reprint character. The initial value for the reprint character is taken to be the terminal's reprint character.

rlogin  This is the rlogin escape character. If set,
the normal TELNET escape character is ignored unless it is preceded by this character at the beginning of a line. This character, at the beginning of a line followed by a “.” closes the connection; when followed by a ^Z it suspends the telnet command. The initial state is to disable the rlogin escape character.

start If the TELNET TOGGLE-FLOW-CONTROL option has been enabled, then this character is taken to be the terminal's start character. The initial value for the kill character is taken to be the terminal's start character.

stop If the TELNET TOGGLE-FLOW-CONTROL option has been enabled, then this character is taken to be the terminal's stop character. The initial value for the kill character is taken to be the terminal's stop character.

susp If telnet is in localchars mode, or LINEMODE is enabled, and the suspend character is typed, a TELNET SUSP sequence (see send susp above) is sent to the remote host. The initial value for the suspend character is taken to be the terminal's suspend character.

tracefile This is the file to which the output, caused by netdata or option tracing being TRUE, will be written. If it is set to "-", then tracing information will be written to standard output (the default).

worderase If telnet is operating in LINEMODE or
"old line by line" mode, then this character is taken to be the terminal's worderase character. The initial value for the worderase character is taken to be the terminal's worderase character.

? Displays the legal set (unset) commands.

slc state

The slc command (Set Local Characters) is used to set or change the state of the special characters when the TELNET LINEMODE option has been enabled. Special characters are characters that get mapped to TELNET commands sequences (like ip or quit) or line editing characters (like erase and kill). By default, the local special characters are exported.

check Verify the current settings for the current special characters. The remote side is requested to send all the current special character settings, and if there are any discrepancies with the local side, the local side will switch to the remote value.

export Switch to the local defaults for the special characters. The local default characters are those of the local terminal at the time when telnet was started.

import Switch to the remote defaults for the special characters. The remote default characters are those of the remote system at the time when the TELNET connection was established.

? Prints out help information for the slc command.

status Show the current status of telnet. This includes the peer one is connected to, as well as the current mode.
toggle arguments ... Toggle (between TRUE and FALSE) various flags that control how telnet responds to events. These flags may be set explicitly to TRUE or FALSE using the set and unset commands listed above. More than one argument may be specified. The state of these flags may be interrogated with the display command. Valid arguments are:

authdebug Turns on debugging information for the authentication code.

autoflush If autoflush and localchars are both TRUE, then when the ao, or quit characters are recognized (and transformed into TELNET sequences; see set above for details), telnet refuses to display any data on the user's terminal until the remote system acknowledges (via a TELNET TIMING MARK option) that it has processed those TELNET sequences. The initial value for this toggle is TRUE if the terminal user had not done an “stty noflsh”, otherwise FALSE (see stty(1)).

autodecrypt When the TELNET ENCRYPT option is negotiated, by default the actual encryption (decryption) of the data stream does not start automatically. The autoencrypt (autodecrypt) command states that encryption of the output (input) stream should be enabled as soon as possible.

Note: Because of export controls, the TELNET ENCRYPT option is not supported outside the United States and Canada.

autologin If the remote side supports the TELNET AUTHENTICATION option TELNET
attempts to use it to perform automatic authentication. If the AUTHENTICATION option is not supported, the user’s login name are propagated through the TELNET ENVIRON option. This command is the same as specifying a option on the open command.

autosynch
If autosynch and localchars are both TRUE, then when either the intr or quit characters is typed (see set above for descriptions of the intr and quit characters), the resulting TELNET sequence sent is followed by the TELNET SYNCH sequence. This procedure should cause the remote system to begin throwing away all previously typed input until both of the TELNET sequences have been read and acted upon. The initial value of this toggle is FALSE.

binary
Enable or disable the TELNET BINARY option on both input and output.

inbinary
Enable or disable the TELNET BINARY option on input.

outbinary
Enable or disable the TELNET BINARY option on output.

crlf
If this is TRUE, then carriage returns will be sent as CR LF. If this is FALSE, then carriage returns will be send as CR NUL. The initial value for this toggle is FALSE.

crmod
Toggle carriage return mode. When this mode is enabled, most carriage return characters received from the remote host
will be mapped into a carriage return followed by a line feed. This mode does not affect those characters typed by the user, only those received from the remote host. This mode is not very useful unless the remote host only sends carriage return, but never line feed. The initial value for this toggle is FALSE.

**debug**

Toggles socket level debugging (useful only to the super user). The initial value for this toggle is FALSE.

**encdebug**

Turns on debugging information for the encryption code.

**localchars**

If this is TRUE, then the flush, interrupt, quit, erase, and kill characters (see set above) are recognized locally, and transformed into (hopefully) appropriate TELNET control sequences (respectively ao, ip, brk, ec, and el; see send above). The initial value for this toggle is TRUE in “old line by line” mode, and FALSE in “character at a time” mode. When the LINEMODE option is enabled, the value of localchars is ignored, and assumed to always be TRUE. If LINEMODE has ever been enabled, then quit is sent as abort, and eof and suspend are sent as eof and susp, see send above).

**netdata**

Toggles the display of all network data (in hexadecimal format). The initial value for this toggle is FALSE.

**options**

Toggles the display of some internal telnet protocol processing (having to do with
TELNET options). The initial value for this toggle is FALSE.

prettydump

When the netdata toggle is enabled, if prettydump is enabled the output from the netdata command will be formatted in a more user readable format. Spaces are put between each character in the output, and the beginning of any TELNET escape sequence is preceded by a '*' to aid in locating them.

skiprc

When the skiprc toggle is TRUE, TELNET skips the reading of the .telnetrc file in the users home directory when connections are opened. The initial value for this toggle is FALSE.

termdata

Toggles the display of all terminal data (in hexadecimal format). The initial value for this toggle is FALSE.

verbose_encrypt

When the verbose_encrypt toggle is TRUE, TELNET prints out a message each time encryption is enabled or disabled. The initial value for this toggle is FALSE. Note: Because of export controls, data encryption is not supported outside of the United States and Canada.

? Displays the legal toggle commands.

z Suspend telnet. This command only works when the user is using the csh(1).

! [command] Execute a single command in a subshell on the local system. If command is omitted, then an interactive subshell is invoked.

? [command] Get help. With no arguments, telnet prints a help summary. If a
command is specified, telnet will print the help information for just that command.

environment

Telnet uses at least the HOME, SHELL, DISPLAY, and TERM environment variables. Other environment variables may be propagated to the other side via the TELNET ENVIRON option.

files

~/.telnetrc user customized telnet startup values

history

The Telnet command appeared in 4.2BSD.

notes

On some remote systems, echo has to be turned off manually when in “old line by line” mode.

In “old line by line” mode or LINEMODE the terminal's eof character is only recognized (and sent to the remote system) when it is the first character on a line.

telnetd(8) Man Page

telnetd (8)

NAME
telnetd
darpa telnet protocol server

SYNOPSIS

DESCRIPTION

The telnetd is a server which supports the DARPA standard TELNET virtual terminal protocol. Telnetd is normally invoked by the internet server (see inetd(8)) for requests to connect to the TELNET port as indicated by the /etc/services file (see services(5)). The -debug option maybe used to start up telnetd manually, instead of through inetd(8). If started up this way, port may be specified to run telnetd on an alternate TCP port number.

The telnetd command accepts the following options:

-a authmode  This option may be used for specifying what mode should be used for authentication. Note that this option is only useful if telnetd has been compiled with support for the AUTHENTICATION option. There are several valid values for authmode:

  debug           Turns on authentication debugging code.
  user            Only allow connections when the remote user can provide valid authentication information to identify the remote user, and is allowed access to the specified account without providing a password.
  valid           Only allow connections when the remote user can provide valid authentication information to identify the remote user. The login(1) command will provide any additional user verification needed if the remote user is not allowed automatic access to the specified account.
  other           Only allow connections that supply some authentication information. This option is currently not supported by any of the
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existing authentication mechanisms, and is thus the same as specifying -a valid.

**otp**

Only allow authenticated connections (as with -a user) and also logins with one-time passwords (OTPs). This option will call login with an option so that only OTPs are accepted. The user can of course still type secret information at the prompt.

**none**

This is the default state. Authentication information is not required. If no or insufficient authentication information is provided, then the login(1) program will provide the necessary user verification.

**off**

This disables the authentication code. All user verification will happen through the login(1) program.

**-B**

Ignored.

**-D ** debugmode

This option may be used for debugging purposes. This allows telnetd to print out debugging information to the connection, allowing the user to see what telnetd is doing. There are several possible values for debugmode:

<table>
<thead>
<tr>
<th>Value</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>options</td>
<td>Prints information about the negotiation of TELNET options.</td>
</tr>
<tr>
<td>report</td>
<td>Prints the options information, plus some additional information about what processing is going on.</td>
</tr>
<tr>
<td>netdata</td>
<td>Displays the data stream received by telnetd.</td>
</tr>
<tr>
<td>ptydata</td>
<td>Displays data written to the pty.</td>
</tr>
</tbody>
</table>
exercise Has not been implemented yet.

-h Disables the printing of host-specific information before login has been completed.

-k

-l Ignored.

-n Disable TCP keep-alives. Normally telnetd enables the TCP keep-alive mechanism to probe connections that have been idle for some period of time to determine if the client is still there, so that idle connections from machines that have crashed or can no longer be reached may be cleaned up.

-r lowpty-highpty

This option is only enabled when telnetd is compiled for UNICOS. It specifies an inclusive range of pseudo-terminal devices to use. If the system has sysconf variable _SC_CRAY_NPTY configured, the default pty search range is 0 to _SC_CRAY_NPTY; otherwise, the default range is 0 to 128. Either lowpty or highpty may be omitted to allow changing either end of the search range. If lowpty is omitted, the - character is still required so that telnetd can differentiate highpty from lowpty.

-S tos

-u len This option is used to specify the size of the field in the utmp structure that holds the remote host name. If the resolved host name is longer than len, the dotted decimal value will be used instead. This allows hosts with very long host names that overflow this field to still be uniquely identified. Specifying -u0 indicates that only dotted decimal addresses should be put into the utmp file.
-U  This option causes telnetd to refuse connections from addresses that cannot be mapped back into a symbolic name via the gethostbyaddr(3) routine.

-X authtype  This option is only valid if telnetd has been built with support for the authentication option. It disables the use of authtype authentication, and can be used to temporarily disable a specific authentication type without having to recompile telnetd.

-L pathname  Specify pathname to an alternative login program.

-y  Makes telnetd not warn when a user is trying to login with a cleartext password.

Telnetd operates by allocating a pseudo-terminal device (see pty(4)) for a client, then creating a login process which has the slave side of the pseudo-terminal as stdin, stdout and stderr. Telnetd manipulates the master side of the pseudo-terminal, implementing the TELNET protocol and passing characters between the remote client and the login process.

When a TELNET session is started up, telnetd sends TELNET options to the client side indicating a willingness to do the following TELNET options, which are described in more detail below:

DO AUTHENTICATION

WILL ENCRYPT

DO TERMINAL TYPE

DO TSPEED

DO XDISPLOC

DO NEW-ENVIRON

DO ENVIRON
WILL SUPPRESS GO AHEAD

DO ECHO

DO LINEMODE

DO NAWs

WILL STATUS

DO LFLOW

DO TIMING–MARK

The pseudo-terminal allocated to the client is configured to operate in “cooked” mode, and with XTABS and CRMOD enabled (see tty(4)).

Telnetd has support for enabling locally the following TELNET options:

**WILL ECHO**  When the LINEMODE option is enabled, a WILL ECHO or WONT ECHO will be sent to the client to indicate the current state of terminal echoing. When terminal echo is not desired, a WILL ECHO is sent to indicate that telnetd will take care of echoing any data that needs to be echoed to the terminal, and then nothing is echoed. When terminal echo is desired, a WONT ECHO is sent to indicate that telnetd will not be doing any terminal echoing, so the client should do any terminal echoing that is needed.

**WILL BINARY**  Indicates that the client is willing to send a 8 bits of data, rather than the normal 7 bits of the Network Virtual Terminal.

**WILL SGA**  Indicates that it will not be sending IAC GA, go ahead, commands.

**WILL STATUS**  Indicates a willingness to send the client, upon request, of the current status of all TELNET options.
WILL TIMING-MARK
Whenever a DO TIMING-MARK command is received, it is always responded to with a WILL TIMING-MARK.

WILL LOGOUT
When a DO LOGOUT is received, a WILL LOGOUT is sent in response, and the TELNET session is shut down.

WILL ENCRYPT
Only sent if telnetd is compiled with support for data encryption, and indicates a willingness to decrypt the data stream.

Telnetd has support for enabling remotely the following TELNET options:

DO BINARY
Sent to indicate that telnetd is willing to receive an 8 bit data stream.

DO LFLOW
Requests that the client handle flow control characters remotely.

DO ECHO
This is not really supported, but is sent to identify a 4.2BSD telnet(1) client, which will improperly respond with WILL ECHO. If a WILL ECHO is received, a DONT ECHO will be sent in response.

DO TERMINAL-TYPE
Indicates a desire to be able to request the name of the type of terminal that is attached to the client side of the connection.

DO SGA
Indicates that it does not need to receive IAC GA, the go ahead command.

DO NAWS
Requests that the client inform the server when the window (display) size changes.

DO TERMINAL-SPEED
Indicates a desire to be able to request information about the speed of the serial line to which the client is attached.
DO XDISPLOC
Indicates a desire to be able to request the name of the X windows display that is associated with the telnet client.

DO NEW-ENVIRON
Indicates a desire to be able to request environment variable information, as described in RFC 1572.

DO ENVIRON
Indicates a desire to be able to request environment variable information, as described in RFC 1408.

DO LINEMODE
Only sent if telnetd is compiled with support for linemode, and requests that the client do line by line processing.

DO TIMING-MARK
Only sent if telnetd is compiled with support for both linemode and kludge linemode, and the client responded with WONT LINEMODE. If the client responds with WILL TM, the it is assumed that the client supports kludge linemode. Note that the [-k] option can be used to disable this.

DO AUTHENTICATION
Only sent if telnetd is compiled with support for authentication, and indicates a willingness to receive authentication information for automatic login.

DO ENCRYPT
Only sent if telnetd is compiled with support for data encryption, and indicates a willingness to decrypt the data stream.

FILES
/etc/services
/etc/inittab (UNICOS systems only)
/etc/iptos (if supported)
SEE ALSO
telnet(1), login(1)

STANDARDS
RFC-854 TELNET PROTOCOL SPECIFICATION
RFC-855 TELNET OPTION SPECIFICATIONS
RFC-856 TELNET BINARY TRANSMISSION
RFC-857 TELNET ECHO OPTION
RFC-858 TELNET SUPPRESS GO AHEAD OPTION
RFC-859 TELNET STATUS OPTION
RFC-860 TELNET TIMING MARK OPTION
RFC-861 TELNET EXTENDED OPTIONS - LIST OPTION
RFC-885 TELNET END OF RECORD OPTION
RFC-1075 Telnet Window Size Option
RFC-1079 Telnet Terminal Speed Option
RFC-1091 Telnet Terminal-Type Option
RFC-1096 Telnet X Display Location Option
RFC-1123 Requirements for Internet Hosts -- Application and Support
RFC-1184 Telnet Linemode Option
RFC-1372 Telnet Remote Flow Control Option
RFC-1416 Telnet Authentication Option
RFC-1411  Telnet Authentication: Kerberos Version 4
RFC-1412  Telnet Authentication: SPX
RFC-1571  Telnet Environment Option Interoperability Issues
RFC-1572  Telnet Environment Option

BUGS

Some TELNET commands are only partially implemented.

Because of bugs in the original 4.2 BSD telnet(1), telnetd performs some dubious protocol exchanges to try to discover if the remote client is, in fact, a 4.2 BSD telnet(1).

Binary mode has no common interpretation except between similar operating systems (Unix in this case).

The terminal type name received from the remote client is converted to lower case.

Telnetd never sends TELNET IAC GA (go ahead) commands.
vascd(1) Man Page

Note: For the most update version of the man pages, check the product CD.

vascd (1)

NAME

vascd

The SCO Authentication client daemon

SYNOPSIS


Description

vascd is a daemon that must be started on UNIX/Linux workstations in order for SCO Authentication to operate correctly. When started, vascd authenticates to Active Directory using credentials that were established at the time that the computer object was created in the Active Directory domain (see vastool (1) for details). vascd then uses this secure connection to Active Directory to proxy and cache user and group account information for other processes.

The use of vascd allows several important features:

Security - Due to the way that PAM and NSS subsystems operate, most LDAP based UNIX account management solutions require that anonymous or public access be allowed to UNIX account attributes. Since vascd authenticates as an Active Directory domain computer, vascd can access UNIX account information that is protected by Active Directory access control restrictions.

Scalability - Due to the way that the PAM and NSS subsystems operate, most LDAP based UNIX account management solutions generate excessive numbers of LDAP con-
nections and LDAP search requests. This results in dramatically increased network traffic and load on the LDAP server. vascd establishes a single connection to Active Directory for the computer it is running on, and proxies all of the NSS requests through that single connection. At the same time, vascd is able to perform intelligent caching of frequently used information so that LDAP traffic is reduced to the absolute minimum.

Disconnected Operation - Since vascd maintains a persistent cache of frequently used information, it is possible for the entire SCO Authentication system to continue to operate in environments where the network connection to Active Directory is unreliable or completely unavailable.

vascd Options

These are the options you can pass to vascd when starting the daemon.

-h Shows the vascd usage.

-v Print the vascd version and exit.

-l Print the vascd licensing information and exit.

-d Causes the daemon to not detach from the controlling tty, and prints debugging messages to stdout. This is useful for debugging purposes.

-p pidfile Specify an alternative pid file. Default is /var/state/vas/vascd/.vascd.pid

-o user Run vascd as the specified user. Default is daemon.

-f logfile Specify an alternative log file. Default uses syslog if the system supports syslog. Otherwise, vascd will log to /var/log/vascd by default.
-c update-interval

Specify the “blackout” period in seconds. Default is 600 seconds (10 minutes). This setting can also be set in `vas.conf` file in the “[vascd]” section. An example is:

[vascd] update-interval = <seconds>

In order to minimize network traffic and the load on the directory server, vascd aggressively caches data that is retrieved from the directory server so that subsequent requests can be satisfied from the cache without having to contact the directory server. The cache is only updated when it is determined that a change has been made in the directory. Nevertheless, due to the way that the NSS subsystem is called it is not uncommon for hundreds of requests to be generated in a matter of seconds. Therefore, in order to further reduce the load on the network and on the directory, vascd enforces a “blackout period” during which all requests will be resolved from the cache.

By default the blackout period is set to 10 minutes. What this means is that the addition of new users and changes to UNIX account information may take as long as 10 minutes to become visible on the Linux/Unix workstation due to the blackout period. For environments where changes must take affect quicker, it is possible to change the “blackout period” using the `-c` command line option when starting vascd. Using `-c` to decrease the “blackout period” will result in a system where hosts are more responsive to changes made in Active Directory-- at the expense of increased network traffic and load on the Active Directory server.

The amount of additional network traffic depends on the number of Linux/UNIX hosts and their use. In small installations (less than 100 hosts or less than 100 users) the “blackout period” could be safely reduced. In larger installations it is recommended that the “blackout period” be left at the default value or increased to 30 minutes or 1 hour. Regardless of the “blackout period”, the
administrator can force vascd to update the cache immediately by signaling vascd with SIGHUP or by executing vastool flush, which will cause vascd to reload all of it's information at the next NSS request.

- **n principal**  
The principal name that vascd will authenticate as. There must be a valid keytab entry in the vas.keytab file for the principal. By default vascd will authenticate as the host principal created during vastool join.

- **t timesync-interval**  
vascd will operate as a time synchronization agent if, on start up, vascd detects that no other process has bound the NTP port (123). If the NTP port is not bound, vascd will issue SNTP requests to the host that was configured with the vastool join or vastool configure realm. The -t option allows the system administrator to specify the frequency (in hours) that time synchronization occurs. The default is every 12 hours. If the timesync-interval is set to 0 vascd will not operate as a timesync agent.

If a specialized NTP daemon is bind to synchronize time it is crucial that this daemon be started *before* vascd. This way the NTP port will be bound when vascd starts. vascd will not operate as a timesync agent and there will be no conflicts. If, for some reason, vascd must be started before the NTP daemon, then the -t option should be set to zero to disable vascd timesync and avoid what would otherwise be time synchronization thrashing between the specialized NTP daemon and vascd.

This option can also be specified in the "[vascd]" section. An example is:

```
[vascd] timesync-interval = <hours>
```
-r realmscache-sync-interval

vascd will rebuild the realms cache periodically. This cache is used to reduce the amount of DNS traffic that is needed in order to discover all of the services in the Active Directory Domains-
vascd will rebuild this cache periodically to get any updates that have been made. Setting this option to 0 will disable the realms cache syncing.

This option can also be specified in the "[vascd]" section. An example is:

[vascd] realmscache-sync-interval = <minutes>

See Also

vastool (1), pam_vas (5)
vastool(1) Man Page

Note: For the most update version of the man pages, check the product CD.
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NAME
vastool

The command line administration tool for SCO Authentication.

SYNOPSIS

unmerge [users | groups] [vastool options] ypcat [-k] [-x]
NIS Map Name vastool

Description

vastool is a command line program that allows you to configure the SCO Authentication client, access information stored in Active Directory, and to store information in Active Directory. vastool is located at /opt/vas/bin/vastool. It has been designed to be script-friendly and to allow administrators to easily manage users, groups, and other information stored in Active Directory from UNIX/Linux workstations.

In order to run vastool, you must specify the options for vastool, a command to run, and the options for that specific command. The following is a list of supported vastool commands and a brief description of each command's purpose. A more detailed explanation of each command will follow later.

<table>
<thead>
<tr>
<th>Command</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>attrs</td>
<td>List an Active Directory object's attributes.</td>
</tr>
<tr>
<td>configure</td>
<td>Update PAM, NSS, and other configuration files to use the SCO Authentication components.</td>
</tr>
<tr>
<td>create</td>
<td>Create a User, Group, or Computer Object in Active Directory.</td>
</tr>
<tr>
<td>delete</td>
<td>Delete users, groups, computer objects, or NIS Map objects in Active Directory.</td>
</tr>
<tr>
<td>flush</td>
<td>Flush the vascd cache.</td>
</tr>
<tr>
<td>group</td>
<td>Add or remove users from Active Directory groups.</td>
</tr>
<tr>
<td>join</td>
<td>Configure the system to use pam_vas for authentication, nss_vas for NSS information for users and groups, adds a computer object to Active Directory, and starts vascd.</td>
</tr>
<tr>
<td>kinit</td>
<td>Perform kinit functions - obtains Kerberos ticket(s) for service(s).</td>
</tr>
<tr>
<td>klist</td>
<td>Perform klist functions - lists the Kerberos tickets stored in the</td>
</tr>
</tbody>
</table>
calling user's credentials cache.

<table>
<thead>
<tr>
<th>Command</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>kdestroy</td>
<td>Perform kdestroy functions- destroys all existing tickets in the calling user's credentials cache.</td>
</tr>
<tr>
<td>license</td>
<td>Install a license for the installation.</td>
</tr>
<tr>
<td>list</td>
<td>List users and groups in Active Directory, along with their Unix account information.</td>
</tr>
<tr>
<td>load</td>
<td>Import users and groups into Active Directory from a file that follows the format of /etc/password or /etc/group.</td>
</tr>
<tr>
<td>merge</td>
<td>Merge Active Directory users and groups into /etc/password and /etc/group.</td>
</tr>
<tr>
<td>nis-import</td>
<td>Load NIS Maps into Active Directory.</td>
</tr>
<tr>
<td>passwd</td>
<td>Change your password or reset another user's password in Active Directory.</td>
</tr>
<tr>
<td>realms</td>
<td>Detect the realms (domains) on your network and the servers providing LDAP and Kerberos services for those realms.</td>
</tr>
<tr>
<td>timesync</td>
<td>Query and synchronize system time with Active Directory or other specified time server.</td>
</tr>
<tr>
<td>unconfigure</td>
<td>Update PAM, NSS, and other configuration files to not use the SCO Authentication components.</td>
</tr>
<tr>
<td>unjoin</td>
<td>Configure the system to not use the SCO Authentication client for authentication and for NSS, and then removes the computer object from Active Directory.</td>
</tr>
<tr>
<td>unmerge</td>
<td>Remove Active Directory users and groups from /etc/password and /etc/group.</td>
</tr>
<tr>
<td>ypcat</td>
<td>Provides functionality similar to ypcat- prints out the contents of NIS Map objects stored in Active Directory</td>
</tr>
</tbody>
</table>
Vastool Options

These are the options you can pass to `vastool`. They must be specified before the command name.

- **-h [command]**  
  If no command is specified, it shows the `vastool` usage and a list of available commands. If a command is specified, it shows the usage for that `vastool` command.

- **-v**  
  Print out the `vastool` version and exit.

- **-u principal**  
  Sets the principal name to authenticate as when the vastool command needs to access Active Directory. If the caller has root access, "host/" can be specified and `vastool` will authenticate as the computer object that `vastool` is running on.

  If `-u` is not used, then `vastool` will authenticate as the calling user, and will attempt to reuse Kerberos tickets from the user's credentials cache. If `-u` is specified, then no existing credentials cache will be used, and new tickets obtained will not be saved to disk.

- **-w password**  
  This option allows you pass in a password on the command line. Please note that this is a security hole in a production environment, and should never be used, except in testing environments.

- **-s**  
  This option will cause `vastool` to not prompt for any initial passwords, but instead read them from stdin. This allows you to use some `vastool` commands in a non-interactive mode.

Vastool Command Synopsis

The following is a detailed description of all the available `vastool` commands. Their usage descriptions, a detailed explanation of their purpose, how they work, and examples are included for each command.

`vastool attrs`

`vastool attrs` can be used to view attributes stored on objects in Active Directory.
These attributes are the LDAP attributes on the objects in Active Directory.

vastool

vastool options

attrs

-u

-s

-g

-d

objectname

attributeName

The objectname parameter will be interpreted differently according to the flag used. The following list explains how each flag works.

-u Interprets objectname as a user name. This is the default behavior if no flag is specified.

-s Interprets objectname as a service principal name.

-g Interprets objectname as a group name.

-d Interprets objectname as an LDAP distinguished name. This allows you to view the attributes on any object in Active Directory.

-u will cause vastool to interpret the name as a user name. This is also the default behavior if no flags are specified. However, if the user name starts with "host/", then the name will be interpreted as a service principal name. -s will interpret the name as a Kerberos service principal name. -g will interpret the name as a group name.
Following is an example of getting the home directory for the user john, getting the last
time the computers container was modified, and getting a list of the members of the eng
group.

vastool attrs john unixHomeDirectory
vastool attrs -d "CN=computers,DC=example,DC=com" whenChanged
vastool attrs -g eng member

vastool configure

vastool configure can be used to modify your system's PAM, NSS, and your
Kerberos realm configuration. This command must be run as root.

vastool

vastool options

configure

realm realm_name [servers...] | extra-realm realm_name [servers...] | computer-name
name | samba [smb.conf path] [workgroup] | nss | pam [service...]

Note that most of these command are for advanced usage only. The vastool join
will automatically perform these steps for you.

Configuring the realm will modify /etc/opt/vas/vas.conf to use the given
realm_name as your default realm. If a list of server names is passed in, these servers
will stored as the servers for the given realm. In Active Directory terms, the realm will
be the domain name of the domain this computer will be a member of. vastool
configure extra-realm can also be used to configure other domains if you need
to support multiple servers in your Active Directory tree. This will add information for
these realms, but it will not make the new realm the default realm.

Configuring samba will integrate your local samba configuration with the SCO Authen-
tication configuration. You will be prompted for the location of your smb.conf file and
your workgroup/domain (these can optionally be specified as arguments on the com-
mand line), then the smb.conf will be updated to work with Active Directory and SCO
Authentication. Samba's password for authenticating as the computer will be synchronized with the SCO Authentication computer password. This allows your Samba server to run with domain security alongside SCO Authentication on the same machine.

If you ever reset the computer password, then you will need to run the `vastool configure samba` to synchronize the computer password between Samba and SCO Authentication again, otherwise Samba will no longer be able to authenticate as the computer.

Configuring NSS will modify the passwd and group entries in the `/etc/nsswitch.conf` to include an entry for `vas`, (the SCO Authentication NSS module), after the `files` NSS module. You can manually edit `/etc/nsswitch.conf` to put `vas` in front of `files`. This change will cause any username that has both a local account and a SCO Authentication account to be resolved to the SCO Authentication account. By default, local accounts will override Active Directory accounts. At this time, no other NSS subsystems besides passwd and group are supported.

Configuring PAM will modify either `/etc/pam.conf`, or the files located in `/etc/pam.d/` to use the `pam_vas` PAM module. If no service names are specified, then all existing services, including the default “other”, will be configured to use `pam_vas`. For more information on configuring and customizing `pam_vas`, see `pam_vas (5)`.

If you are configuring a computer whose hostname will not always match up with the name of the computer object in Active Directory that represents your computer, you must use `vastool configure computer-name` to specify the name of the computer as it appears in Active Directory. Otherwise, your computer will not be able to communicate with Active Directory. When using `vastool join` you can specify this name with the `-n` option.

Following is an example configuring the example.com realm, configuring the example.com realm and using a special name for the host computer, configuring NSS, configuring all PAM enabled services, and configuring the login, telnet, and ssh services to use SCO Authentication.

`vastool configure realm example.com`  
`vastool configure extra-realm sub.example.com server.sub.example.com`  
`vastool configure computer-name mycomputer`
vastool configure nss

vastool configure pam

vastool configure pam login telnet sshd

If you are configuring a Solaris 8 or 9 system, you will need to use the -g option so that vastool will configure the pam.conf file to better handle authentication. The SCO Authentication module will prompt all users for their passwords instead other modules. This allows SCO Authentication to do better checking for authentication and improve security. Using this option causes vastool to modify the pam.conf file by either commenting out, altering, adding, or removing pam options for other modules in the file besides those for the SCO Authentication line entries.

vastool configure pam -g

vastool configure pam -g login telnet sshd

vastool create

vastool create can be used to create a user, group, or computer object in Active Directory. This command must be run as root when creating a computer object.

vastool

vastool options

create

-g

-c container

-p password

-i info

-x

name
vastool create will interpret the specified name, and then create different types of objects according to the format of the name. To create a computer object, the name must be formatted as "host/\{hostname\}". To create a computer object for the local computer and use it's hostname, just specify "host/". If the name does not start with "host/", the name will be interpreted as a user name if \(-g\) is not specified. The \(-g\) option will cause the name to be interpreted as a group name, and a group object will be created.

The new user, group, or computer object will be located in the default users or computer containers in Active Directory. You can create the new object anywhere in the Active Directory tree by using the \(-c\) option to specify the distinguished name (DN) of a container to create the object in.

When creating a user or a group, the new user or group will not be Unix enabled by default, unless you use the \(-i\) option. By specifying an information string with \(-i\), you can specify the information for the user's/group's Unix account. This string should be formatted as an entry in /etc/password or /etc/group. When creating a user, you can specify that user's new password with the \(-p\) option. Unless the \(-x\) option was specified, the newly created user will also be forced to change their password during their first login.

vastool create must be run as root when creating a computer object for the computer that vastool is running on. Part of the computer creation process is setting the computer object's password so that vascd can authenticate to Active Directory. This key is stored in a secure file that can only be accessed by root at /etc/opt/vas/host.keytab. vastool create does not need to be run as root when creating users or groups.

Also, when creating a computer object without using just "host/" as the name, you will need to add an option to /etc/opt/vas/vas.conf to get the SCO Authentication client components to use this name as the name of the computer object. For example, if you wanted the name of your computer object to be "host/mycomputer", in the [lib-defaults] section, you will need to add a line that looks like:

```
computer_name_override = host/mycomputer
```

Without this configuration file setting the SCO Authentication clients will not be able to authenticate to Active Directory correctly. This is done automatically for you when running vastool join with the \(-n\) option.
The user you authenticate to Active Directory as must have the appropriate administrative privileges in order to create the new user, group, or computer object. Computer object creation can be delegated to other users besides Administrators. To accomplish this, the Active Directory administrator must initially create the computer object in Active Directory using `vastool create` or `vastool join`. Then, the administrator can give another user rights to reset that computer object's password. This will allow that user to reinstall SCO Authentication without the administrator. In this situation, vastool will recognize that the computer object for this computer already exists, and will just try to reset the computer's password.

Following are two examples of user creation, two examples of group creation, and two examples of computer creation.

```
vastool create -c "OU=Engineering,DC=example,DC=com" jdoe
vastool create -i "jdoe:x:1001:1000:John Doe:/home/jdoe:/bin/bash" jdoe
vastool create -g marketing
vastool create -g -i "marketing:x:1005:john,mary" marketing
vastool -u admin create host/
vastool -u admin create -c "OU=Engineering,DC=example,DC=com" host/
```

`vastool delete` can be used to delete users, groups, computer objects, and NIS Map objects in Active Directory. This command must be run as root when deleting the computer object.

```
vastool delete
```
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-n

-d

name...

You must have the appropriate administrative rights to delete objects in Active Directory. The names passed in will be interpreted according to the options used. The -g option will interpret the names as group names and the Active Directory objects for those groups will be deleted. -n will interpret the names as NIS Map objects. -d will interpret the names as LDAP Distinguished Names.

If no options are specified, then the names will be interpreted as user names, unless the names start with "host/", then the names will be interpreted as computer names. To delete the computer object for the computer vastool delete is running on, use "host/" as the computer name. You must have root access to delete the computer object for the local computer, since the key for the computer is removed from /etc/opt/vas/host.keytab.

Following is one example of group deletion, one example of user deletion, one example of NIS Map deletion, two examples of computer deletion, and an example of deleting an ldap object.

vastool delete -g eng

vastool delete jsmith

vastool delete -n hosts

vastool -u admin delete host/

vastool delete host/server.example.com

vastool delete -d "CN=Foo,DC=example,DC=com"

vastool flush

vastool flush can be used to clear the vascd cache. This command must be run as root.
vastool

vastool options

flush

-\(r\)

accounts | auth | keytab | users | groups

Flushing the accounts cache will remove all cached user, group and NIS Map information. This will force vascd to do complete lookups the next time it receives any NSS IPC requests. Flushing the auth cache will remove all cached user passwords. These are stored as SHA1 hashes in a secure file that is only accessible by root. Flushing the keytab will delete the SCO Authentication keytab file. Flushing the users cache will delete all cached user account information, and flushing the groups cache will delete all cached group information.

The users and groups cache will be regenerated after being flushed, unless the -\(r\) option is specified.

If you do not specify an argument to vastool flush, then the accounts and auth arguments will be implied, and all user/group account information, NIS Map information, and cached passwords will be deleted.

On systems that do not support PAM and NSS, then as part of flushing the users and groups, they will also be unmerged from the and files as well. If the caches are regenerated, then the users and groups will be merged back in.

vastool group

vastool group can be used to modify group membership lists.

vastool

vastool options

group
group_name

add | del

name...

You must have enough administrative privileges to modify the group object in Active Directory. Using the add option will add the listed users to the specified group. The del option will remove the specified users. Note that these changes will only appear on the Linux/UNIX systems if the group and users used in the command have been Unix-enabled. The changes will occur in Active Directory regardless of whether or not the users and groups have been Unix-enabled.

Please note that if the specified members do not already exist in Active Directory, then those names will not be added or removed from the group membership list.

Following is an example of adding the jsmith user to the eng group, and removing the jsmith user from the eng group.

vastool group eng add jsmith

vastool group eng del jsmith

vastool join

vastool join is a convenient command that wraps all of the necessary steps to configure the SCO Authentication client on a computer into one. It configures your realm, creates a computer object in Active Directory, and configures PAM and NSS. This command must be run as root.

vastool

vastool options

join

-c container

-n computer_name
realm_name

servers...

vastool join will internally call vastool configure realm to configure the realm, vastool create to create a computer object in Active Directory for the computer, vastool configure pam to configure the PAM subsystem, and vastool configure nss to configure the NSS subsystem. The vascd client daemon will then be started. For more information on each of these steps, see their respective sections in this document.

The -c option will allow you to specify a container where your new computer object will be created. If that is not specified, then the computer object will be created in the default computers container. The -n option allows you to specify a different name for the computer object than what vastool would generate from your hostname. If -n is used, then a special parameter will be set in to denote to all the SCO Authentication components which name should be used for the computer object. This is the host_principal_override variable which should go in the [libdefaults] section. This parameter is written automatically for you. The computer name specified with the -n option should not be in the "host/{hostname}" form- it should just be a name which is an alternative to the system's hostname. It also must not contain any '.' characters- this name is not the FQDN.

Following the options, you must specify your Kerberos realm, which will be the same as your Active Directory domain. The services for this domain will be automatically detected through DNS and LDAP lookups. If you do not intend to use DNS, or it is not configured, you must specify a list of servers for your domain after the realm name.

If a computer object already exists in the directory for the computer name you are trying to use, an error will be reported. To override the existing computer object, use the -f option. In this case, the computer object's authentication key will be reset. Any other systems authenticating as that computer object will no longer be able to authenticate after the authentication key is reset.

Following is an example of vastool join using all of the defaults, then an example of joining a computer with a name other than it's hostname into a non default container
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vastool -u admin join example.com server.example.com

vastool -u admin join -c "OU=Testlab,DC=example,DC=com" -n test_server example.com server.example.com

vastool kinit

vastool kinit can be used to obtain Kerberos tickets.

vastool

vastool options

kinit

service

If no arguments are specified, then the Kerberos TGT is obtained if it is not in the user's ticket cache. If services are specified, then those tickets will be obtained. If the -u vastool option was not specified, then these tickets will be stored in the user's ticket cache.

vastool kinit can be used to debug problems with Kerberos authentication. For example, to test if vascd can authenticate to Active Directory, you would run, as root:

vastool -u host/ kinit

Using the vastool -s option, you can use the vastool kinit command as an authentication API from scripts and other programs which do not use PAM or the SCO Authentication API. This can be done by running:

vastool -u jdoe -s kinit

and then writing jdoe's password to stdin of the vastool process. The exit code of the vastool process will be 0 on a successful authentication, and 1 if authentication failed.

If you see any error messages, then vascd could not authenticate to Active Directory.

vastool klist
vastool klist can be used to list all of the tickets currently in the calling user's Kerberos ticket cache.

vastool

klist

The tickets in the user's ticket cache are printed to stdout. They will show the name of the service each ticket is for, the time the ticket was issued, and the time the ticket will expire. The ticket cache will be stored as a file owned by the user with permissions of 0600 at $HOME/.krb5cc or in /tmp/krb5cc_{user's uid}.

vastool kdestroy

vastool kdestroy will destroy all of the tickets that are in the calling user's Kerberos ticket cache.

vastool

vastool options

kdestroy

A user's Kerberos ticket cache is a file owned by the user with permissions of 0600 that will be either at $HOME/.krb5cc or in /tmp/krb5cc_{user's uid}. Normally, the user's Kerberos TGT is stored there along with any other tickets that have been obtained. These tickets can all be cleared with vastool kdestroy.

vastool list

vastool list can be used to list the users and groups that are stored in Active Directory.

vastool

vastool options

list

-a
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-l
-f
-c

users | user {username} | groups | group {groupname}

By default, vastool list will not directly use LDAP, but will use vascd to lookup the group and user accounts. This allows vastool list to take advantage of vascd's information cache. The -l option will force vastool list to directly use LDAP and bypass the vascd cache.

The -a option will list all the users or groups in Active Directory, not just the Unix enabled ones. This will automatically also set the -l option and force vastool list to directly contact Active Directory over LDAP. When -a is used, only the name attributes will be listed. Not using -a will list all of the attributes for Unix enabled groups and users.

The -f option will force vascd to update it's cache immediately, without respecting the ldap blackout period. The -c will not send an update IPC to vascd, but just read directly from the cache. This may result in old data that is incorrect.

vastool list user and vastool list group will only list the user/group specified. The -l still applies and will force LDAP lookups. The -a will search all users and groups, not just the unix enabled ones.

Following are examples of listing the Unix enabled groups that vascd knows about, the Unix enabled users vascd knows about, and listing the Unix enabled users obtained directly from Active Directory.

vastool list groups

vastool list users

vastool list -l users

vastool load
vastool load can be used to import existing users and groups.

vastool

vastool options
load

-f file
-c container
-p password
-x

users | groups

vastool load will read from a file if the -f option is specified, otherwise it will read from stdin. The input must follow the format of if loading users. If loading groups the input must be formatted like /etc/group. You can load the users or groups into any Active Directory container using the -c option. Otherwise, they will be created in the default users container.

Please note that existing passwords cannot be imported into Active Directory. If -p is used to specify a password when loading users, all of the new users will have their passwords set to the specified password. Otherwise, a random password made up of alphanumeric characters will be generated for each user. These generated passwords will be stored in a file the administrator can use to notify the new user's what their password is. Unless the -x option was specified, the newly created users will be forced to change their password during their first login. Passwords cannot be set for groups, and the -p option is ignored when loading groups.

Any errors will be logged to stderr and a log file whose location will be printed out at the end of the vastool load operation. It is very important to ensure that the UID’s and GID's specified for the users and groups being imported do not conflict with existing users and groups already in Active Directory. The import process does not check for conflicts before creating the new users and groups.
When importing groups that have members, those members need to be created first. For example, for the following group entry: `group1:x:1400:user1,user2,user3`, you should first import user1, user2, and user3. Otherwise, when the group object is created in Active Directory none of the members will be stored in the group. This is due to the fact that group membership lists in Active Directory are stored as lists of distinguished names, and those DN's cannot be looked up if the group members do not already exist.

The following is an example of importing a file of users into a specific Active Directory container, and setting all of their default passwords to "change.me".

```
vastool load -f /tmp/newusers.txt -p change.me -c "OU=eng,DC=example,DC=com" users
vastool merge
```

`vastool merge` can be used to merge Active Directory users and groups into the local and files. This should only be done on systems that do not support NSS and PAM. This command must be run as root.

```
vastool
vastool options
merge
users | user {username} | groups
vastool merge users will merge Active Directory user accounts into /etc/passwd. vastool merge user will merge only the given user into /etc/passwd. vastool merge groups will merge Active Directory groups into /etc/group. If no option is specified to vastool merge, then both Active Directory users and groups will be merged into and respectively.

vastool merge will ask vascd to update the vascd passwd cache or the vascd group cache, then merge the Active Directory users or groups into the existing passwd and group files. Merging will not occur if the vascd cache has not been updated since the last merge- this is determined by comparing the timestamps between the local account files and the vascd cache files. To force the merge to occur, use the `-f` option.
```
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Account merging is not necessary for operating systems that support PAM and NSS. This functionality is provided to allow for account synchronization on platforms that do not allow you to use NSS and PAM. Also, account merging is done automatically by the SCO Authentication login utility when users attempt to login-in this case you will not need to manually run vastool merge.

It is not possible to synchronize users' passwords using vastool merge. Only their user account information will be stored in Due to this, you must use the applications bundled with the SCO Authentication client software to allow the Active Directory users to have access to the operating system where PAM is not supported.

Following is an example of merging the Active Directory user accounts, and an example of merging the Active Directory groups.

`vastool merge users`

`vastool merge groups`

`vastool nis-import`

`vastool nis-import` can be used to create NIS Map objects in Active Directory.

`vastool`

`vastool options`

`nis-import`

`-o`

`-f filename`

`-c container`

`-s format_string`

NIS Map Name

A NIS Map normally represents some standard configuration file such as `/etc/hosts`. `vastool nis-import` can read in a file specified with the `-f` option, or if
-f is not specified, then the NIS Map contents will be read from stdin. The -c option allows you to specify the Active Directory container to create the NIS Map object in. If -c is not specified, the NIS Map object will be created in the default computers container. The container that the NIS Map is created in is significant since only the computers in that same container will see the NIS Map. This behavior allows you to emulate the behavior of NIS domains by enabling you to distribute maps of the same name to different sets of computers.

The NIS Map Name argument is the name of the NIS Map object. This should normally be the name of the file you are importing. For example, if creating a NIS Map object for /etc/hosts, you would use “hosts” as the name.

The following is a list of the currently supported NIS Maps files with the map names that use those files:

```
passwd   passwd.byname, passwd.byuid
group    group.byname, group.byuid
hosts    hosts.byaddr, hostsbyname
ethers   ethers.byaddr, ethersbyname
aliases  mail.aliases
protocols protocolsbyname, protocols.bynumber
services servicesbyname, services.byservice, service.byservicename
rpc      rpcbyname, rpc.bynumber
netgroup only netgroup is supported
```

The -s option allows you to use a custom NIS Map that is not listed among the currently supported NIS Maps. You must specify a format string that will be stored with the NIS Map so that vastool ypcat knows how to parse the NIS Map. Each line in the NIS Map file that is not a comment or empty will be parsed as NIS Map entry. The
format string specifies how each line should be parsed to generate the NIS Map keys and the NIS Map values. The format string must be formatted as follows: "version:key index:separator char:key in value flag:comments at end flag" where:

version is a version string denoting the format of the version. Currently only "v1" is supported.

key index denotes the index in the string where the key value is. This should be a 0 based index, or it can follow the format of "index+" meaning that the key is the substring starting at index and taking up the rest of the string. This index is determined by columns decided by the separator character which follows. Note that this index is not the index of a normal array character, but the index of the columns that are determined by the separator character.

separator char The separator char denotes how the lines in the file are split up into columns. It can be a regular character, "0" to denote whitespace (any whitespace character), or "1" to denote any non alpha-numeric character.

key in value flag should be '1' if the key is part of the value string, and '0' if the value does not include the parts of the string which make up the key.

comments at end flag should be '1' if each line can have a comment starting with '#' at it's end, and '0' otherwise. If the flag is '1', then if a line contains a '#' character, everything after it is ignored;

For example, the format string used for the passwd.byname NIS Map would look like:
"v1,0,:,1,0"

Please note that you can not import a NIS Map for passwd or group. Users and groups must be imported into Active Directory with vastool load. vastool ypcat will use the cached information for users and groups from vascd when ypcat'ing the passwd or group NIS Maps.

The following is an example of importing a NIS Map for the hosts file.
vastool nis-import -f /home/jsmith/nisMaps/hosts hosts

vastool passwd

vastool passwd can be used to change your password, or to reset another user's password if you have enough administrative privileges.

vastool

vastool options

passwd

-s

-c

user_name

On some platforms, such as United Linux based Linux distributions and Solaris 8/9, the system passwd change utility does not work correctly when the vas NSS module is listed in /etc/nsswitch.conf. SCO Authentication users will not be able to change their passwords using the system passwd command. vastool passwd can be used by SCO Authentication users as a workaround.

If no user name is specified, then the calling user's (or the user specified with the -u vastool option) password will be changed. If a user name is specified and -s is not specified, then vastool passwd will attempt to set the specified user's password-you must have enough administrative rights to modify that user's password. vastool passwd will change passwords in Active Directory using the Kerberos change password protocols. If a user name is not specified, the calling user's password will be changed. The user must supply their current password, and then provide a new password.

The -s option will allow you to use vastool passwd in a non-interactive mode. This allows you to use vastool passwd from web pages, scripts, and other tools that can obtain a user's current and new password, and change that user's password when that user does not have shell access. Since this option is intended to be used by another program on behalf of the user, the behavior of vastool passwd is changed.
You must specify the user's user name on the command line, and then write the user's current password, a new password, and the verification of the new password to stdin of the `vastool passwd` process. `vastool passwd` will then change the user's password.

The `-c` option requires a user name and also must be run as root. This will change the cached password for the given user. This is useful mainly for debugging purposes. It does NOT change the user's password in Active Directory, only in the local cache.

One important note is that when using the `pam_vas` PAM module with disconnected authentication enabled, then `vastool passwd` will not be able to sync up the user credential cache with the new password for the user. On systems where the passwd utility correctly works, the user's changed password will be synced up correctly in the user credential cache.

The following are examples of changing your own password, setting the jsmith user's password, and using the `-s` option to run `vastool passwd` from a script or web page for the jsmith user.

```
vastool passwd
vastool passwd jsmith
vastool passwd -s jsmith
```

```
vastool realms
```

`vastool realms` can be used to query the network for the Active Directory domains and also will detect the domain controllers on the network. This information can be stored in the realms cache- to do this you must be root.

```
vastool
vastool options
realms
find [root | services [realm] | gc] | cache {update | list}
```
vastool realms find will detect the all of the domains on your network. vastool realms find root will find the root domain. vastool realms find services will find all of the services for all of the domains, or one of the domains if specified. vastool realms find gc will find all of the global catalogs on the network.

vastool realms cache list will print out the information that is stored in the realms cache. This cache is used to decrease the amount of DNS traffic that must be performed. vastool realms cache update will detect all of the available information and refresh the realms cache.

vastool timesync

vastool timesync can be used to query the time on the Active Directory server and synchronized the system clock with the Active Directory server. In order to set the system clock this command must be run as root.

vastool

vastool options
timesync[timeserver] [-q]

Running vastool timesync without specifying a timeserver will automatically use the Active Directory server that was configured using the vastool join or the vastool configure realm commands.

Use the -q option to query the server's time with out setting the system clock.

vastool unconfigure

vastool unconfigure can be used to remove the SCO Authentication configuration from the NSS and PAM subsystems. This command must be run as root.

vastool

vastool options
unconfigure

nss | pam [service...] 

Running vastool unconfigure nss will remove the vas settings in /etc/nsswitch.conf. Running vastool unconfigure pam without specifying any service names will remove the SCO Authentication configuration from all PAM enabled services. If service names are specified, only those specified services will have their SCO Authentication configuration removed.

Running vastool unconfigure with no arguments will unconfigure both the NSS configuration and all PAM enabled services from using SCO Authentication.

The following are examples of removing the SCO Authentication configuration from /etc/nsswitch.conf, disabling SCO Authentication authentication from the ssh server, and disabling SCO Authentication authentication for all PAM enabled services.

vastool unconfigure nss

vastool unconfigure pam sshd

vastool unconfigure pam

vastool unjoin

vastool unjoin is a convenient command that wraps all of the steps to remove your computer object from Active Directory and to remove the SCO Authentication configuration from the NSS and PAM subsystems in one step. This command must be run as root.

vastool

vastool options

unjoin

-n computer_name

vastool unjoin will first remove the NSS and PAM configurations with vas-
tool unconfigure. It will then prompt you for your administrative password in order to delete the computer object for your machine in Active Directory. As part of this process, vascd will be stopped.

If you used the -n option in the vastool join process, then you need to specify that same name that you used in the join in the vastool unjoin process.

The following are examples of unjoining the machine where the computer object is named after the system hostname, and unjoining the machine when the computer object name does not match the hostname.

vastool -u admin unjoin

vastool -u admin unjoin -n computer_name

vastool unmerge

vastool merge can be used to remove Active Directory users and groups from /etc/passwd and /etc/group. This should only be done on systems that do not support NSS and PAM. This command must be run as root.

vastool

vastool options

unmerge

users | groups

vastool unmerge users will remove all Active Directory user accounts from /etc/passwd. vastool unmerge groups will remove all Active Directory groups from /etc/group. If no option is specified to vastool unmerge, then both the Active Directory users and groups will be removed.

Following is an example of removing Active Directory user accounts, and an example of removing the Active Directory groups.

vastool unmerge users
vastool unmerge groups

vastool ypcat

tool ypcat can be used to view NIS Map objects that are stored in Active Directory. It does not use the NIS protocol, but uses the SCO Authentication client daemon, vascd, to access the NIS Map objects over Kerberos/LDAP. It is functionally equivalent to the standard ypcat.

vastool

vastool options

ypcat

-k

-x

NIS Map Name

The –k option will print out the NIS Map keys. Without –k, only the values are printed out. The –x option will print out the NIS Map nickname translation table that vastool ypcat uses. These NIS Map objects must be imported into Active Directory using vastool nis-import.

You do not need to authenticate to Active Directory when using vastool ypcat. vastool ypcat will send an IPC to vascd who will get the NIS Map contents. vascd will be able to use it's LDAP cache, making the ypcat process very efficient.

The following are examples of viewing the map nickname translation table, viewing the hosts NIS Map with it's keys.

vastool ypcat -x

vastool ypcat -k hosts

See Also

pam_vas (5), vascd (1)